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1. Getting Started with the One-Net

1.1.

1.2.

Introduction

The One-Net is an Emergency Alert System (EAS) Digital Encoder/Decoder
platform. The One-Net is built with the latest digital PC computer technology. The
One-Net encoding/decoding technology is software based, and is built upon the Linux
OS. The One-Net core hardware is a standard PC motherboard and digital audio
sound cards. The One-Net is easy to upgrade, not requiring custom ROMS. The
One-Net also exploits the benefits of modern network technology. It isfully operable
over aLAN using secure network protocols. In addition, it supports existing methods
of device control using a seria port. The One-Net is representative of the continuing
advance of PC hardware into technological areas that only afew years ago required
custom hardware.

Features

The One-Net provides a number of features for easier management of FCC EAS
requirements. The One-Net has been designed to improve the EAS system for Radio
and TV broadcasters, Cable TV Headend facilities, LP1 and LP2 designated stations,
and Public Safety and Emergency Service personnel.

One-Net hardwar e specs

2x20 backlit LCD display for monitoring unit and decoder status

Operational status LED

Alert decoding/output LED

Cool running, low power CPU

Ethernet port for network access

Base unit has 3 “F” connector antennainputs for up to 3 internal AM/FM/ NOAA

radios

Hard drive or flash drive options

3.5mm mini-jack stereo audio output port

3.5mm mini-jack microphone input

1 RS-232 Serial port, supports numerous existing EAS character generator

protocols.

1 parallel port will support avariety of printers

e 2 USB portswill support extraserial ports, printers, modems, wireless ethernet,
flash drives, etc.

e VGA out for console or desktop GUI interface

e OneNTSC/PAL video output

Continued on next page



Standard PS/2 keyboard/mouse ports

Supports PCI expansion card, use with audio card for scanning two more audio
inputs

Internal speaker for monitoring

Can be safely powered off/on without disk damage

Optional GPI input/output and balanced audio output module.

One-Net general softwar e featur es/specs

Linux 2.4.24 operating system

Built in multi-user, password protected Web interface for
control/status/monitoring of al activity.

Web interface supports SSL.

KDE desktop available via directly connected keyboard/mouse/V GA monitor
Supports sending email for decoded/forwarded/originated alerts

Support SMS pager output using USB modem

Socket based network interface for monitoring/control

Supports WiFi wireless networking via USB

Supports avariety of printers via USB/Parallel

Supports operational statusindication viaLED and LCD

Web interface for software update

Support for optional GPI input to trigger actions and optional GPI output during
alerts.

Supports DV S-168 for DNCS (SA) (Optional).

Supports DV S 644 Standard (SCTE 18) (Optional).

One-Net decoder features

Decodes FCC EAS codes and NOAA SAME codes.

Automatic audio level correction for reliable operation.

Supports fully unattended operation.

Supports manual and selectable automatic alert auto-forwarding.

Easy to use web interface for configuration of auto-forwarding locations and
codes.

Web interface for easy review and print logs of active and expired
decoded/forwarded alerts.

Stores user configurable number of previous alerts.

Supports multiple simultaneous active decoded aerts.

Configurable audio output port selection for alert forwarding.

Decoding status displayed on unit LCD and LED.

Stores each audio section of EAS dertsinto digital files.

Supports several protocols for aert audio playback and alert translation data
transfer

Will support scanning up to six input channels (depends on hardware expansion)



1.3.

One-Net Encoder features

e Easyto use Web interface for creating and sending FCC EAS alerts.

e Webinterface makesit easy to configure commonly used locations and alert
types.

e Web interface makesit easy to review and print logs of active and expired

originated aerts.

All audio sections of encoded alerts are stored into separate digital audio files.

Stores user configurable number of previous originated alerts.

Supports multiple simultaneous active originated alerts.

Configurable audio output port selection for originated alerts

Automatic randomized Weekly test generation.

User programmable length for FCC EAS 853 Hz and 960 Hz Two-tone Attention

Signal.

e Web interface upload feature for digital audio files facilitates encoding the EAS
audio portions.
Supports direct recording of EAS dert audio into digital files.

e Audio output level control viaweb interface.

User Manual

Generally, One-Net screens are self-explanatory. The manual has a section for each
screen, which reviews information on the screens and provides additional
information. The index at the back will help you locate which screen has information
you are looking for.

2. The Emergency Alert System

2.1

Purpose

According to the FCC, "The EAS is designed to provide the President with a means
to address the American people in the event of anational emergency. Through the
EAS, the President would have access to thousands of broadcast stations, cable
systems and participating satellite programmers to transmit a message to the public.
The EAS and its predecessors, CONELRAD and the Emergency Broadcast System
(EBS), have never been activated for this purpose. But beginning in 1963, the
President permitted state and local level emergency information to be transmitted
using the EBS."

However, the EAS system is used for much more than to support a method of
communication that has never been (and hopefully never will be) used. The EAS
system provides state and local officials with a method to quickly send out important
local emergency information targeted to a specific area. Thisincludes weather aerts
aswell aslocal emergency alerts such as child abductions and disasters. The EAS
system also runstest alerts on aweekly and monthly basisin order to insure
operability.



2.2.

2.3.

Operation

The EAS system digitally encodes data into audible audio in order to distribute
messages. Thisinformation can be sent out through a broadcast station and cable
system. The EAS digital signal uses the same encoding employed by the National
Weather Service (NWS) for weather alerts broadcast over NOAA Weather Radio
(NWR). Broadcasters and cable operators can decode NWR alerts and then
retransmit NWS weather warning messages almost immediately to their audiences.
With the proper equipment and setup, EAS aerts can be handled automatically,
making EAS information useful for unattended stations. Other specially equipped
consumer products, built into some televisions, radios, pagers and other devices, can
decode user selectable EAS messages.

The One-Net is designed to facilitate the management side of encoding and decoding
EAS aerts within cable and broadcast facilities. It is especialy easy to use sinceit is
|P addressable and accessible over aLAN.

Management

The FCC designed the EAS system, working in cooperation with the broadcast, cable,
emergency management, alerting equipment industry, the National Weather Service
(NWYS) and the Federal Emergency Management Administration (FEMA).

The FCC provides information to broadcasters, cable system operators, and other
participants in the EAS regarding the requirements of this emergency system.
Additionally, the FCC ensures that EAS state and local plans developed by industry
conform to the FCC EAS rules and regulations and enhance the national level EAS
structure.

NWS provides emergency weather information used to aert the public of dangerous
conditions. Over seventy percent of all EAS and EBS activations were aresult of
natural disasters and were weather related. Linking NOAA Weather Radio digital
signaling with the EAS digital signaling will help NWS save lives by reaching more
people with timely, site-specific weather warnings.

FEMA provides direction for state and local emergency planning officialsto plan and
implement their rolesin the EAS.



2.4.

2.5.

Your responsibility as a broadcaster

Y our One-Net Encoder/Decoder allows your facility to decode EAS aerts originated
from aert sourcesin your area. The sources are local radio stations. These stations
can be forwarding alerts received from aweb of broadcasters, or originating aertsif
designated as a primary source. To meet minimum requirements of the FCC, you
must send randomized weekly tests, forward monthly tests, and forward National
alerts. Your state and local EAS plan may also impose other regquirements.

A good source of information isthe EAS website at http://www.fcc.gov/eb/eas/ . The
FCC provides handbooks in Adobe PDF format for AM and FM radio, for TV and for
Cable TV.

Future of EAS and One-Net

As of this printing (Summer 2005), the current EAS system has been in place for
about ten years. While little has changed in the core EAS system in that time, an
explosion of digital technology has occurred, especially in communications and with
the enormous evolution of the Internet. New methods of emergency management and
alerting are being built to take advantage of the digital mediums. But the EAS system
will bein place for at least several more years. The new digital technologies do not
replace the EAS system; they augment the system. The EAS system provides an
important level of redundant backup, using reliable radio broadcast, with
communication coverage for more of the United States than any other medium.

The EAS system is also evolving, with significant improvementsin process.
Currently the One-Net supports both DV S-168 for DNCS (SA) and the new DV S 644
(SCTE-18) Digital EAS Message for Cable, including multicasting. Future bridges
between EAS systems and the new digital alerting and emergency management
systems will be possible with Monroe' s new digital LAN based EAS encoder/decoder
technology. The One-Net provides a powerful and yet economical L AN based
digital platform for thisbridgeto the future of EAS.



3. One-Net Hardware and Setup

3.1. Introduction

The One-Net isa2U rack mounted unit built with the latest digital PC computer
technology. It isan embedded PC platform. The front of the One-Net, pictured
below, provides avery ssimple face for avery sophisticated platform. The One-Net
exposes the PC motherboard connectors and single PCI slot in the rear of the unit.

woneoe  Ope-Net

u Analog / Digital EAS

3.2. Front Panel

The front panel features a 2x20 character backlit LCD that indicates power-on, and
real-time device status. There are dso two LED’s - one red, one green - for
indicating specific types of status. The select switch provides the ability to activate a
Required Weekly Test from the front panel. A front panel speaker allows the user to
verify the quality of audio signals.

3.21. LCD

The backlit green LCD provides real-time status of the One-Net. TheLCD is
used for numerous purposes, all indicating system and/or encoding/ decoding
and active alert status. Hereisalist of information available from the LCD.

e When the One-Net is powered on, the LCD will light up, indicating
power-on state.

e Whilethe One-Net is booting, the LCD will move through afew display
states, eventually arriving at the ready state where the first line will
display One-Net: ON followed by a crawling display showing the
programmed unit name, the software version number and the |P address.

e During decoding of an incoming alert, the LCD will display information
about the source and the stage of the decoding.

While decoded, forwarded or originated alerts are active on the One-Net, the
top line will repeat displaying pertinent identification for each active alert.

-10-



3.2.2. Status LED’s

The One-Net'stwo LED’ s are used for a variety of status indications, making
it easy to see at a glance certain important system states.

System Status- Green LED

e When the One-Net isfirst powered on, the green LED is dark.

e \When the booting process advances far enough, the green LED beginsto
blink.

e When the One-Net nears aready state, the green LED blinks more rapidly.
When the One-Net is ready, the green LED light ison solid. A solid green
LED indicates the One-Net is operational.

e |If thegreen LED starts blinking, the One-Net server has become non-
operational. This can happen during software upgrades.

Alert status- Red LED

e When the One-Net isfirst powered on, thered LED is dark.

o After the One-Net becomes operational, in aready state, with the green
LED solid, the red LED indicates decoding and aert sending status.

e If thered LED isblinking quickly, with pauses, the One-Net server is
decoding an incoming aert. If thered LED issolid, the One-Net is
sending an EAS alert.

3.3. Back Panel Connectors

The back of the One-Net provides all of the connection ports. In addition to the
standard PS/2 mouse and keyboard and VGA monitor ports, the One-Net provides an
RS-232 serial port (COM1), apardle port, an RJ45 LAN port, two USB ports, main
audio line in, out, and microphone jacks, auxiliary audio line in, out, and microphone
jacks, and a TV out connector (Y ellow RCA jack).

-HEER 5 5 HEECy

-11 -



3.4.

3.5.

3.6.

Audio Wiring

Audio wiring on the One-Net has some flexibility due to the option of adding a

second sound card and because of built-in software control. Here are afew rules:

e EASdecoder input always uses the audio line inputs.

e Everylineinput can be used for decoding audio provided from an external
receiver or EAS decoder.

e Every lineinput supportstwo (2) EAS decoders. Theleft side of theinput is
decoded separately from the right side. So two line inputs provide four (4) EAS
decoders.

e EASadertsare selectively played out of the analog line output ports. Software is
used to select which ports are used for alert origination and forwarding.

e Themain microphone input is used to record EAS audio messages.

For decoding, each side of the stereo input of any audio input can be selectively used
as asingle decoder source. In other words, one stereo input supportstwo EAS
decoders. A dual RCA to 3.5 mm jack input adapter can be used to connect two
separate mono input signals to a One-Net line input jack.

For alert encoding an audio cable is run from a software selected 3.5 mm line output
jack into your systems aert audio wiring. Only analog audio output is supported.
NOTE: The SPDIF digital audio output port is not used.

Video Wiring

The video output provides an NTSC analog composite video signal through the
yellow RCA jack. Thiswill provide a details page during aert forwarding and/or alert
origination.

GPIO Output relays

The One-Net provides two General Purpose Output relays and two General Purpose
inputs. During an aert origination or forwarding, the GPO relay 1 is closed for the

duration of the alert audio portion of the alert, and GPO relay 2 can be programmed
to be closed during the audio or video portion of the aert.

-12 -



4. One-Net Operation

4.1.

Power Up, User Interface and Initial Setup

The One-Net uses a standard AC power cord. It uses asingle power toggle switch to
power on. NOTE: Power is supplied to the unit electronics while the external cord is
plugged and supplied with power even if the unit is powered off.

The One-Net can present graphical user interface in one of three ways. Thefirstis
using a VGA monitor, keyboard and mouse connected to the correct ports on the back
of the One-Net. The keyboard and mouse should be connected prior to power on.
The VGA monitor can be connected at any time.

The other two ways to get a user interface are via a network connection using aWeb
browser on aremote host. The One-Net is given adefault static network address of

192.168.0.1. The One-Net can be connected directly to another computer’ s Ethernet
port using a network crossover cable, or can be connected to a hub or router using a
standard network cable. Network cabling may be done at any time.

NOTE: the One-Net must be fully booted before it can provide a network
connection.

Once the One-Net is correctly cabled, power up by pressing the power switch or
rocker on the upper right corner of the rear panel. The LCD screen will light up if
power is applied. Allow the One-Net timeto boot. The LCD screen and the green
system status LED will indicate when the One-Net is ready.

41.1. Using a VGA monitor, keyboard, and mouse with a One-Net

To configure the One-Net:

e Connect the VGA monitor, keyboard and mouse connected to the correct
ports on the back of the One-Net.

e Then power up and wait for the One-Net to boot and become fully
operational. Make sure the VGA monitor is powered on.

e You will be presented with alogin prompt on the VGA monitor. Typein
the user name of "root" (without parenthesis). The default password is
"dasdecl".

After login, the One-Net presents a shell prompt.

e Thetypical task at this point isto launch a desktop user interface. Type
the command 'startx' and then pres the Enter key. Thiswill run the KDE
desktop windowing user interface.

-13-



4.1.2.

e Wait for the desktop to fully launch. Once the desktop is ready, run the
provided One-Net browser app by clicking the icon labeled One-Net Web
Interface. Thislaunches a browser, which will automatically access the
One-Net web server Login page. Follow the instructions for Section 4.2
below for logging into the One-Net using the Web login page. Everything
you will need to do to setup the One-Net for operation and remote network
access will be available from within the Web interface. Thereisabuiltin
administrative user (Admin) for the One-Net Web Interface. The default
password for Admin is “dasdec”.

e Follow thedirectionsin Section 5 for One-Net network setup and
Decoder/Encoder setup.

e Note: You may also lock the desktop from other users by selecting the
proper lock menu item from the right mouse button menu popup screen.

e After you are finished with the One-Net KDE desktop, logout using the
right mouse button popup screen to select "Logout”. After afew seconds,
the desktop will exit and you will be back at the shell prompt.

e Once configured, the One-Net is designed to operate “headless’ (without
monitor, keyboard, and mouse). The preferable means of One-Net access
isviaaWeb browser from another computer over the LAN. In fact, while
the One-Net can operate with the KDE desktop enabled, the KDE desktop
consumes much memory and extra CPU speed. The provided KDE
desktop applications are meant as conveniences and tools during One-Net
configuration. These should not be used indiscriminately during normal
One-Net operation. Using applications from the desktop during normal
operation can interfere with the reliable performance of the decoder
software.

Directly connecting a networked host computer

Connect a CAT-5 network crossover cable to the RJ45 port at the back of the
One-Net and to the RJ45 port of the network interface card (NIC) of a
standalone PC or notebook computer. Configure the standalone PC to use the
static |P address 192.168.0.2 with a net mask of 255.255.0.0. After One-Net
power up and booting, it can be accessed viaaWeb browser on the host
computer.

Now launch a Web browser application and direct the URL to
http:/192.168.0.1/. The One-Net will provide a gateway page and quickly
redirect to the One-Net login page. Follow the instructions for Section 4.2
below for logging into the One-Net using the Web login page. After login, the
One-Net is ready to use, although typicaly it will be desirable to reconfigure
the network address.

-14 -



4.1.3. LAN connection with a networked host computer

Connect a standard CAT-5 network cable from the RJ45 port at the back of
the One-Net into arouting hub or other network-switching device. Y ou will
likely need assistance from a network administrator to insure the One-Net’s
default network address of 192.168.0.1 will be visible on the network, or will
not clash with an existing node. Once the One-Net is powered up, booted, and
operational, it can be accessed viaa Web browser from any remote computer
on the LAN routed to see the address 192.168.0.1. Follow the instructions for
Section 4.2 below for logging into the One-Net using the Web login page.
After login, the One-Net is ready to use, although typically it will be desirable
to reconfigure the network address.

4.2. Web Server Login

When the One-Net successfully connects for a Web session, it will present the
following page in the Web browser.

Type"Admin" (no quotes) as the default user name, and "dasdec” (again, without
guotes) as the password. Pressthe left mouse button over the Login button. With the
correct user name and password, the One-Net will login. If the user or password is
incorrect, the One-Net will display a message indicating the problem. If the One-Net
isleft unattended for 10 minutes, it will automatically logout. A message indicating
session timeout will be displayed on the login screen.

At your first login, One-Net will show the Setup > Server page in your web browser.
Subsequent logins will start at the last page displayed prior to logout.

3 R189 CSP Web Interface LOGIN Page - Microsoft Internet Explorer ;lglil

J File Edit Mew Favorites Tools Help ﬁ
-

|
3
P

One-Net Server 'OneNet-1 EAS' Login

Fri Nov 4 09:30:50 2005 EST ’
[&cirrin !

User Name OM_Nd

R189 Analog/Digital EAS

S

y— Encoder/Decoder
*TDE Enabled®
PaSSWUrd Software Version:1.1-8 by hig
DAZLLC

Logm | Your session timed out due to inactivity. Please login

again.
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The One-Net Web Interface is organized as arather standard hierarchical set of
related interfaces. Every page presents a standard header area with basic user session
information and a set of four (4) major tabbed page groups. The page groups are
Encoder, Decoder, Setup, and Server. For a decoder-only One-Net, the Encoder page
group is omitted. Each major group has a set of sub-options that appear as “radio”
button selections under the group tab (such as the Server sub-option page under
Setup). Only one of these sub-options may be selected at atime. Under a sub-option
either asingle page or another set of related tabbed pages will be presented. To
navigate the One-Net, first select the major group tab, then select the sub option under
the tab. When moving from major group to major group, such as from Setup to Server
and back to Setup, the last selected sub option is remembered. To refresh the current
page, reelect

IMPORTANT NOTE: In general, DO NOT use the back button or the
Refresh/Reload buttons on your browser to go back to pages visited earlier.
Although this often works, it can provide misleading, out-of -date server state
information, and in some cases can result in unintended actions being preformed.
I nstead, always use the provided One-Net navigation buttons.

This manual will present descriptions and screen shots from each of these groups and
sub-options.

5. SETUP

The SETUP pages present the One-Net server configuration sub-options. These are, in left
to right order:

Server Encoder Decoder Audio Video/CG Net Alerts Email GPIO.
Alert Storage Network Time Users.

At thefirst login, before the One-Net can be used, the server must be configured. The

recommended order isto first set up the Server, then Network, Time, Users, EMail, Audio,

Video/CG, Decoder, Encoder. The subsequent chapters review information on the screens

and provide additional information.

5.1. Setup > Server: Server Configuration

If the web page displayed is not Setup > Server, select this page using the tab at the
top of the web page. There are three tabbed sections: Main License, Configuration
Mgmt, and Upgrade.
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Interface - Microsoft Internet Explorer =10 %]

File Edit ‘Wiew Favorites Tools  Help

|
l#-=»-0AQAE@S B-S5=2EH
|
|

Address I&j http:/f192.0,0.80/dasdec/dasdec.csp j @GO
- -|| |G| Search - 1457 blocked Check - 5::;;\ futolink - Options
le | g

Setllp Server Sofbrare Version 13-4t WY
Main/License | Configuration Mgmt | Upgrade |

Server Name & License Key Configuration

Use this interface to set the Web Interface name enable licensed features and restart the server.

One-Net R189 Platform ID : 'TUCCVEI?SMEXZAOTHFZ2E0

Server Name

OneNet EAS Decoder

Accept Changes Cancel Changes

Both unencrypted HTTF access, and S3L encrypted HTTPS access is allowed for the Web nterface. Follow this link to change.

***License Key Configuration***

|||W5qG DWMIBjMi4mG[J I Dn2tkDgi1 Master :VALID

||j99fh? HwWIXjQigma[wiyoeZGG g0 Fncoder :VALID

[P ogfsldjgibmz[ 1101 1oyxHT DVS168 :VALID
|34R Y ONR.ILjAim3[lIsFyyKbo. DVS644 (SCTELS)
VALID

beoUC\/}/nInjUijmp[kIBiSMoDADO Stream MPEG
VALID

**MPEG2 Hardware NOT installed ! **

[T

Use Restart Server to submit changes to icense keys.

Restart Server? |

Back Refresh Cwrent Status Op Log Web Session Log

4

[&) [ [ [ |4 nternet

NOTE: The Restart Server? button on this page can be clicked to restart the One-Net server
software. Thisisused during License Key configuration. It can also be used at any time the
One-Net appears to be functioning incorrectly. A confirmation page is displayed before the
restart is actually run. All logged in users will be forced out of the system and will be required to
log back in. Decoding will be temporarily paused during the restart. Thisis not a system reboot,
but nonetheless: USE THIS OPTION WITH CARE!
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5.1.1.

Main/License

One-Net 1D
Thisisaunique identifier for the actual One-Net hardware. Thisisdifferent
for every One-Net. It cannot be edited.

Server Name
The One-Net server name can be edited. If changes are made to this value,
save them by clicking Accept Changes.

License Key Configuration
Master
The Master license key is preconfigured.

To enable any of the following options in the future, not originally

purchased with this unit, follow these steps:

e Enter the key, obtained from Monroe Electronics, into the box to the
left of the option.

e Click on the “Restart Server” button to enable the option.
After the Server restarts, Log back into the unit and the option you just
entered the key for should have changed from red to green indicating it
has been enabled.

Encoder
A second product key protects the Encoder functionality. Once avalid
Encoder key has been enabled, you can configure and use the One-Net
encoder.

EAS Net
Thisoption isused in the IPTV market.

DVS168
This option unlocks EAS aert network forwarding viathe SCTE DV S168
standard.

DVS644 (SCTE-18)
This option unlocks EAS aert network forwarding viathe DV S644
(SCTE 18) standard.

Stream MPEG

This option unlocks EAS alert encoding into an MPEG stream. This
option can only be enabled in units equipped with the MPEG card
hardware option.

TDX

This option unlocks the EAS Textual Data eXchange option. TDX alows
extra details to be encoded into alert messages.
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5.1.2.  Configuration Mgmt

This pageis used to backup or restore the configuration of your One-Net. A

copy of the configuration can be stored in another location and can even
uploaded into another One-Net.

Make Backup
Clicking on this button will start the process of creating a configuration
backup. This backup will save all of your configuration settingsto afile

be

that

will be stored in your One-Net. Thisfile can be stored in another location by

clicking on “ Download selected configuration file”. This configuration

file

can be store in a safe place and can be used to restore your settings in the One-

net.
/2 One-Net CSP Web Interface - Microsoft Internet Explorer -0l x|
J File Edit ‘ew Favorites Tools Help |
|&-2-004d0=838-554
J-ﬁ-gldress IE http:ff192.0.0,80/dasdec/dasdec, csp j ﬁGD
J Google - I j| Search ~ &y | 1 1507 blocked | B Check ~ < Autolink ~ [ options
=

Configuration
Mgt

Server Configuration File Management

The configuration for this server van be stored on and offline using this interface. Configuration package files can be copied to other unite and

installed. Asy tithe a configuration file is installed, the current configuration is stored as a previows configuration, which may be restored with one
button. The scope of a configuration file is the entite range of GUI settings.

No previous configuration yet.

Make Backup
Baclkup the Cumivent Configuration

There are no backup confizwration files vet.

Upload Offline Configuration Backup File

4
@ Done l_ ’_ ’_ |0 Internet
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/3 One-Net CSP Web Interface - Microsoft Internet Explorer

J File Edit View Favorites Tools Help

_ 0] x|
|J€-2 - QR A DEPI D53
JP.Qldress I@ http:ff192.0.0.80/dasdec/dasdec.csp j ﬁGU
J GOOglEvI j| |G| Search - @ | @ 1507 blacked | S Check - S, dukolink  ~ EOptions
| | | N
et Lissees Configuration

Upgrade
Mgt

Server Configuration File Management

The configuration for this server can be stored on and offline using this intetface. Configuration package files can be copied to other units and

installed. Any time a configuration file iz installed, the current confizuration is stored as a previous configuration, which may be restored with one
button. The scope of a configuration file is the entire range of GUT settings.

No previous configuration yet.

of Configuration Backup File

Currently found 1 backup configuration file(s).

Download selected confisuration file
2006 03 10 10 43 37 dasdec configzip'.

Selected configuration

Selected Config File Rename Interface DRI L R )
Make Backup | To rename type new name and select I . 2096'
Backup the Cmrent Rename Selecied Canﬁgumxian File bution Hsm}iz:iz’:; ::jéi:z:\em oz
Configuration |2006_03_1 0_10_43_37_dasdec_config.zi} Install | ’
Rename Selected Configuration File | TInstall Selected
Configuration

Delete File |

Delete Selected Configuration File {Farmning, ne
confirmation!)

’_ ’_ ’_|Q Internet

a L
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Upload Offline Configuration Backup file

Clicking on this button will allow you to start an upload of a previously stored
configuration file. Thisisuseful if you want to configure multiple units with

the same configuration, and for restoring a configuration that has been
changed.

Z3 One-Net CSP Web Interface - Microsoft Internet Explorer

o ]
J File Edit View Favorites Tools Help |
| -=2-Q A QAEFI DS EH
J Address I@ http:ff192.0.0.50/dasdec {dasdec. csp j ﬁGO
| Gougle-| || [Clsearch - & | Sh1507 blocked | A% check - 7 Adtolink ~ [ ptions
-l

Configuration
Mgt

Server Configuration File Management

The configuration for this server can be stored on and offline wsing this interface. Conflguration package files can be copied to other units and

ingtalled. Any time a configuration file is installed, the cutrent configuration is stored as a previous configuration, which may be restored with one
button. The scope of a configuration file is the entire range of GUI settings.

No previous configuration vet.

Make Backup
Backup the Cwrent Configuration

There are no backup configuration files yet.

Upload Offline Configuration Backup File

4
@ Daone l_ l_ l_ |4 Internet
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5.1.3. Upgrade

Upgrade One-Net Software
One-Net software can be conveniently upgraded through the Web
interface with this feature. One-Net upgrades are done using RPM files.
The RPM file must be available from or on your local host computer’sfile
system to use this feature. Type the path name of the file into the text box,
or browse your local computer’ s file system until you locate the RPM file.
Then click Upgrade Server. A confirmation page will allow you to
continue with or cancel the upgrade. After accepting the upgrade, status
will be returned about thefileif it is not a correct upgrade file. Otherwise,
you will be logged off the One-Net Web interface and will be directed to
log back in after a short waiting period.

<8 One-Met CSP Web Interface - Microsoft Internet Explorer =100 =]

J File Edit \iew Favoribes Tools  Help |

|- - QRADEFI EB-SHE
J Address I@ http:ff192.0.0,50/dasdec/dasdec.csp j FGD
J GOOgIE - I j| Search = @ | gl 1457 blocked | MBS Check - 5':5\ Autolink - E Options

One-Net Server Name: OneNet EAS Decoder

@ Server  Encoder © Decoder © Audin  © Video/CG € Het Alerts ¢ EMail ¢ GPIO = -
Ose-Net

0 Alert Storage  Wetwork O Time  © TTaers
R189 Analog/Digital
EAS Encoder/Decoder

_Back | Refresh | Userzddmin _Server Time:Mon Mar 6 11:26:12 2006 EST _zosoc: |
Setup Se]‘ve]' Softvrars Versim:1 3-8 WY

[ Maninee [ ComigustionMem | Upgrade

Server Software Upgrade

The softwrare for this server can be upgraded using this interface. Awdliary package information is also available.

Current One-Net Server Software Version '1.2-4f"

Upgrade Server

Show Auxiliary Package Info

Back Refresh Cwrent Status Op Log Web Session Log _lLI
4 | »
@ Done ’_ ’_ ’_ |4 Internet y
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5.2. Setup > Network:

5.2.1. Configuration

Use this page to configure the One-Net to operate on a network, such as.

e One-Net network address information

e A static IP address; or

e DHCP to automatically acquire an |P assignment

e Set the netmask, optional DNS (domain name services), and an optional gateway
value.

Information on current network configuration is displayed on the bottom half of the

page. See the following sections for more information.
1]

File Edt View Favoritss Tools Help ‘
Address [&] http:i7192.0.0.186/dasdec/dasdec .csp | @
T

Accept Changes Cancel Changes

Current Neiwork Routing Tahle

Kernel IP routing table

Destination Gat eway Genmask Flags Metric Bef Use Iface
19z 0.0.0 - 255.255.0.0 i o o 0 etho
169.254.0.0 - 255.255.0.0 i o o 0 etho
19z 163.0.0 - 255.255.0.0 i o o 0 etho
10.0.0.0 - z55.0.0.0 i o o 0 etho
127.0.0.0 - z55.0.0.0 i o o o lo

Current Neiwork Static Routes
(from file fetc/sysconfig/static-routes)

any net 10.0.0.0 netmask 255.0.0.0 echo
any net 192.162.0.0 netmask 255.255.0.0 echo

Current Neiwork Confizuration

ethi Link encap:Etherner Hiaddr 00:40:63:D3:Fl:59
inet addr:152.0.0.195 Beast:152.0.255.255 Mask:255.255.0.0
UP BROADCAST RUNNING MULTICAST MTU:1500 Mevric:l
BX packets:485 a:
TX packets:Sl errors:0 dropped:0 overruns:0 carrier:0
collisions:0 txqueuslen: 1000
BX bytes:59187 (57.7 Kb) TX bytes: 71943 (70.2 Eb)
Interrupt:1l Base address:0xdc00

lo Link encap:Local Loopback
inet addr:127.0.0.1 Mask:255.0.0.0
UP LOOPEACK RUNNING MTU: 16436 Metric:l
X packets:10 errors:0 dropped:0 overruns:0 frame:0
TX packets:10 errors:0 dropped:0 owerruns:0 carrier:0
collisions:0 txqueuelen: O
X bytes:700 (700.0 b} TX bytes:700 (700.0 b}

Back Refresh Current Status Op Log

&) Done [ [ mnternet —

5.2.1.1. Network Type > Static: Default IP Address

When Network Type > Static is selected, the One-Net by default isgiven a
static IP address of 192.168.0.1 [Manual Config Options]. The default IP
netmask is 255.255.0.0. No default DNS or gateway is configured.
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HeLwurk, Type

& Stati= 7 (o sticiviz &)
Tk Posane * Statiz Manualy Corfigura) Aulomsticiviz DHC2)

Jdzsciect Marual ConMnyg options
192.13£.01 IF Sildress

I_ Check fur addilivn ol de faall galeway ruule. 255.235.0.0 IF Netmask
I” use DHS?

Aczept Changes Cancel Changes

5.2.1.2. Network Type > Automatic: Set the IP address using
DHCP

DHCP is avery convenient way to network a computer. It requires that your
LAN be running an accessible DHCP server. When DHCP isused, the IP
address, the Netmask and a DNS server are automatically granted. To use
DHCP on the One-Net select Network Type > Automatic (via DHCP).
Then click Accept Changes. See the example below. Once the DHCP setting
is accepted, the One-Net will log you off. After afew seconds wait, you can
then log back in.

Hetwork Type
 Static (hanually Configurcy g Auomatic{via DHCF)

DHCP Values && optlonal 2nid Nameserver confly

dJerver Hostname
jdasdec “TING Timain nane

e

DN5 Search nane

[+ Check for addition of default gateway route.

10.0.0.1 IF Aaldress ol Galewary
[1og 8022 2
TP Address nf Prinary Nameserver
I IP Address of Second Nameserver
AZrCept Changes | Cancel Changes

5.2.1.3. Network Type > Static: Setting the IP address manually

To set anew static |P address, select Network Type > Static. Thenfill in the
values for the desired |P address and Netmask. If needed, also select Use
DNS and/or check for addition of a default gateway route.

Hotwork Type
® Sfatc (Menually Configara) © Astomacicivia CHCP)
] | Config Options
SB\WE’ lloztrame Nn14 1P Addross
e |255.255.255.] IP Netmask
" check for addition of default gateway rouls. F use Dns?
fituus 1P Adddrass nf Gatpway riydns com DHS name
DH3 Jearch name
153 fin#? 2 IP fvidress of Pimary Nameserver
IP Address of Second Hameserver

Accep: Changas Czncel Changes |

-24 -



Enter the corresponding values. The example shows anew |P address of
10.0.0.4 and a netmask of 255.255.255.0, aswell asa DNS and gateway
configuration. To set the new values, select Accept Changes.

Once the new settings are accepted, the One-Net will log you off. After afew
seconds wait, you can log back in on the redirected address on the Login page,
as before.

IMPORTANT! You must be CAREFUL when configuring a static network
address if you are configuring from aremote host. If an address, whichis
inaccessible to your network, is accepted for the One-Net, you will be unable
to log back in from the remote host. If this happens to you accidentally or on
purpose, you will have to directly login to the One-Net from adirectly
connected VGA monitor, keyboard and mouse. Y ou can always configure the
One-Net from this direct connection.

5.2.1.4. Network Status Information

Current Metwork Routing Table

Kernel 1P routing bable
Leskination Oateray G=nnzsk F_acs Metric GsZ Use Ifocs

R T * Mok bhb ARS LT | 1 Il ethil
169, 252.0.0 A 235.555.1 0 ') 1 0 0 wLh0
192 168.0.0 * 235 EEE 0 0 i 2] a 0 sthi
0.3 0.C o 235.0.0.2 U 1 o 0 ethi
127.0.0.0 £ 235.C.0.7 7 1} a 0 1c

retan T [HR TR i | 1 Il ethil

Current Network Statle Roures
(fram flle fetcfsysconflgfstatlc-routes)

=y net 1001 0.0 nacnask 285 0.0 0 ethl
=y net 192 L6E. 0. 1 netmask 2E5.235.C.0 ethd

Current Nelwork Conliguralion

ethl Link encap Ethecnet HWaddr 00:40:63:24 FE.63
inet adde:_0.0.1 4 Heast:10.0. 0 255 Mask:235 255.255.C
U2 EEOADZAST RUNNINC MULTICAST HTU:1500 Mobooc:l
R¥ prrkebs AEAM ervars: 1l cronpoed -l neerrenss | frame: |
Td peckels 67591 erroes: 0 Cropoed:0 ueericns: 0 cerriz 0
callisions 1581 —xquevelen 1000
R hytes:§76CE85 /8.3 b, TX Dytes:1195086d (0.4 i
Inzerrupk: 21 Booe acdreao:Cadcdl

1o Link encap Lecal Locpback
inet addc:Z27.0.0.1 Mask:EE5.0 0.0
UZ LCOPBACE BUNNING MTJ 1£436 Hetriz:o
RE poclecba 163844 errora 0 drooped:0 overruno: 0 fromz: 0
14 peckebs 123844 errors 0 drogped:0 averruns: 0 caccier:0
callision: 0 tmgueuelen.
Bl hytes: 12105073 i12.4 Hh) TX bytes: 13105872 (12.4 Mh)

Tables at the bottom of the Setup Network page show the current network
routes and network address information.
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5.2.2.  Security
The One-Net can be configured to allow unencrypted HT TP access or only
SSL encrypted HTTPS access. By placing a check mark in the box only SSL
encrypted HTTPS access will be allowed.

2} One-Net CSP Web Interface - Microsoft Internet Explorer

J File Edit ‘Wiew Faworites Tools Help

Server

‘ Setup

Encoder ‘ Decoder

. MONROE
<+ ELECTRONICS

R1389 Analeg/Digital
Back | Refresh | User:ddwmmn (20 Server Time:Thu Dec 15 12:04:54 2005 PST  Logoor | EAS EncoderDecoder

" Server  Encoder © Decoder © Audio © Video/OG 0 Net Alets € Elail 7 GPIO
 Alert Storage  Metwork " Time © Users

Sofbarare Versior:1.3-2 'G'

Setup Network

Configuration | Security |
Server Network Security Configuration

Web Interface Access Security

¥ Check To Only Allow https Secured Web Access to this server.
Tnchecked allows hitp and hitps. Effective immediately!

Back Refresh Cwyent Status Op Log
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5.3.

Setup > Time: One-Net Clock and NTP

The Setup Time page allows the hardware clock on the One-Net to be set. Date,
time, and time zone may be set.

7z} One-Net CSP Web Interface - Microsolt Internet Explorer =107 %1
J File Edit View Favorites Tools Help |
Jngldress I@ htkp:ff192.0,0.186/dasdecfdasdec .csp j 6>G°
-
One-Net Server Name: One-Net 1
Encoder Decoder Server 2
. MONRODE
C Server O Enmecder © Decoder € dudio  © WideottG O EMail ' GPLO o T o
 hlert Storage O Hetwork ™ Time © Users
R189 Analog/Digital EAS
Back | Refiesh | ygerdmn(2) Server Time:Tue Jul 19 15:45:07 2005 EDT_Logout | EncoleDerader
10 Frubhd*
Setup Time St Veziond 110 W
Server Date and Time Configuration
Iiake changes to date andfor time andfor timezone, then press Submit button.
Date and Time
foul =|[19 =] 2008 Server Time Zone
Mon:Day:Fear Hc d, server software will restari when changes are submitted?.
|15 :|45 =ID? Eastern -
Hes:Mins:Secs
Official time link (if your hrowser has Internet access).
Submit Date/Time/Timezone Changes | Cancel Changes
Metwork Time Protocol (NTF) Configuration
The One-Het clock can be synchronized to a remote clock using NTP. Provide a walid remote NTF server name or IP address accessible from
your network. If the NTP Berver name is left blank, and NTP is enabled, this One-Met can be used as an NTP master clock for other systems.
NTF Server name or IP Address (restart NTF to submit c]wnges):l
I Check this io starifrestart NTP. Uncheck io stop NTP. Changes are immediately effeciive!
Public NTP Servers (if your hrowser has Internet access).
Back Refresh Current Status Op Log o
[T | [ e ntemet 4
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One-Net Date and Time Configuration

Make changes to date and/or time and/or time zone, and then click Submit changes. If
Time zone is changed, the One-Net will restart and you will be forced to log back into the
Web interface. If thetimeis set forward far enough, you will also be forced to log back
into the One-Net Web interface.

Network Time Protocol (NTP) Configuration

The One-Net supports Network Time Protocol (NTP) to synchronize its clock to another
clock over anetwork. Thiswill synchronize the One-Net to an atomic clock over the
Internet, or to another computer running NTP on your LAN, or to another One-Net
running as an NTP server on your LAN.

NTP Server nameor |P Address:
Y ou must enter a name of aremote NTP server that is accessible from the One-Net LAN.

Public NTP servers can be viewed by following the link provided. NOTE: The computer
hosting the Web browser must have Internet access to follow thislink, and the One-Net
must be able to contact the chosen NTP server.

The checkbox for NTP must be checked to start NTP. If no NTP server nameis entered
and NTP is enabled, then the One-Net will become an NTP server that can be pointed at
from other One-Nets over the LAN.

5.4. Setup > Users

The Setup User s page can be used to manage user accounts on the One-Net. From
this page, you can add and delete user accounts, change the Web Interface passwords,
and set user permission levels. The Admin account cannot be deleted, and only
Admin can change the Admin password.

Edit One-Net User Account Profile
Select account pull down. Select the user account to edit from thislist. Under
this menu isinformation about the selected user’s current and last login
information.

Permission Level. A permission level can be granted (for non-Admin users) as
View, Operation, Operation/Control, and Administration with this pull down
menu. Pages in the One-Net are granted a permission level for entry/access. For
instance, only a user with Administration permission may access the Setup >
User s page. Trying to access a One-Net page without the proper permission level
will result in aclear notification message.

Account Comment. A simple text comment can be attached to non-Admin user
accounts.
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Change Password. Enter the current password, then enter the new password
twice in the fields provided. Only Admin can change the Admin password.

For these changes click Submit Changes. The changes are effective immediately.

Delete User. Non-Admin users can be deleted with this button. NOTE: Thisis

effective immediately.

Add New One-Net User Account Type
Enter information as directed on the screen and click Create User.

3 One-Net CSP Web Interface - Microsoft Internet Explorer -10] x|
J File Edit ‘ew Favorites Tools Help ﬁ
J <Back ~ = - (@) 7t | Qhsearch [FFavorites lMedia 4 | - S =
Jngdress |g“| http: //192.0.0.186 /dasdec/dasdec. csp j @GU
One-Net Server Name:OneNei-1 EAS ;I
Encoder Decoder Server Setup
. MONROE
O Server 7 Emcoder © Decoder ' dudio ' ¥ideotCG O EMail 7 GRIO S EEEsInC
 flert Storage * Hetwork ' Time (% Users
R189 Analog/Digital EAS
Back | Refresh | User:Admin __Server Time:Wed Jul 20 15:26:36 2005 EDT _L0ogout | Ee e oy
sini11 W
Setup Users s
Edit Sexver User Account Profile Add New Server User Account
IAdmin Yl Jan Enter unused login name
Wiew Only Lewvel j Set permission level
User 'Admin' is logzed on (since "Wed hal 20 15:04:00 2005 Enter account comment
User 'Admin' was previously logged off "Wed ol 20 14:57:58 2005
Set Password for new account
Change Password FES———
l—m Enter a password
Enter Current Password
I Retype the password
I Enter Mew Password
I Re-enter New Password Create User |
PASSWORD last modified 'Fri Hov 14 16:13:45 2003 EST' (613 days aza)
REMINDER:Password’s older than 180 days should he changed.
STRONG RECOMMENDATION:The curreni password is the default
and should be changed.
Submit Changes? Cancel Changes
Back Refresh Current Status Op Log
&) Done l_ l_ |_|° Internet v
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5.5. Setup > Email

The One-Net can be configured to optionally send email upon alert decoding,
origination, and forwarding. Select the Setup > Email page to configure an outgoing
email server and to configure the send options. There are four tabbed sections. Email
Server, Event Email, Decoder Email, and Encoder Email.

55.1. Email Server

e To set the outgoing email server name, select Setup Email >Email
Server. From this page you can set the name of the SMTP server for
outgoing Emails from the One-Net. Enter anamein the text field after
Outgoing Email Server and click Set & Test Mail Server Name.

e The One-Net will attempt to "ping" this Email server.

e |f it succeeds, the message "OK :Contacted Email Server" will display
under the name.

Totest if Email can actually be sent via the chosen Email server, type avalid
Email addressin the To: text field and click Send Test Email. If thisworks,
the chosen recipient should receive an Email.

4} One-Met CSP Web Interface - Microsoft Internet Explorer =1ol =]

J File Edit Wew Fawvarites Tools Help ﬁ

|« -2 -0R A REHIE-S=E
J Address Ifﬁil htkp:ff192.0.0.80/dasdecidasdec. csp j f'{)G':'
J Coogle - I ;Il |G| search - & | N 1457 blocked | 3F Check - ©5 Autolink - **
Setup EMail =
EMail Server | Ewent Elail | Diecoder Elail | Encoder Ellail |

Server EMail Server Configuration

Mlakie chatges to SRITE servrer vamte | thewn press Set £: Tent hadl Senver Hamne borttor.

Ontgoing EMail Server Name|Ma3ll. monrog-electronics. com

Set & Test Mail Server Name

T.,:ljonr@monroe—elec’rronics.com
Send Test EMall

Back Refresh Cwivent Status Op Log Web Session Log

4|

|
l&] I_ I_ I_ | Internet i
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55.2. Event Email

This page allows the user to the ability to have Event logs emailed either
weekly or monthly, and to be emailed when a successfully or failed login
to the One-Net has occurred.

Emailing EAS Event Reports:

Check either of the boxes to disable or enable Emailing of Event Reports
either on amonthly or weekly basis. If enabled, enter the Email addressin
the Email To: field.

Server Access Reports:
Check either of the boxes to disable or enable Emailing of Server Access
Reports. If enabled, enter the Email addressin the Email To: field.

/=8 One-MNet CSP Web Interface - Microsoft Internet Explorer =l ]

J File Edit Wew Favorites Tools Help |

|¢-» QPRI QEFI B S=HE
JF\eress I@ http:/f192.0.0.80/dasdec/dasdec.csp LI WGU
J Google - I j| |Clsearch ~ & | 5 1457 blocked | B Check - “ Autolink - @ Options
T 1 ]
ElMsil Server | Event EMail |  DecoderEMail |  EncoderEMail |

Server Event EMail Configuration

EMail can be sent upon specific events.
Check selected toggles and add email addresses to the EMail To: field.
Separate each address using a comma (eg. fred@myemail com, jolm@myemail. com)

Ernail Server iz mail monwroe-electronics. com

EAS Event Reports by EMail
EMailed EAS Reports can be sent weekly and monthly.

EMail
Tu:ljonr@monroe—eIec’rronics.com

[T Check to Enable Weekly EMail EAS Event Report.
¥ Monthly EMail EAS Event Report ENABLED. Uncheck to Disable Monthly EMail EAS Eveni Report.

Server Access reports by EMail
EMailed reports can be sent upon login.

EMail
Tu:ljonr@monroe—eIec’rronics.com

¥ Successful Login EMail report ENABLED. Uncheck to Disable successfull login EMail reporting.
¥ Failed Login EMail report ENABLED. Hacheck to Disable failed login EMuil reporting.

Accept Changes Cancel Changes

[&] pore I_ ’_ ’_ |4 Internet v
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55.3. Decoder Email

To set up the outgoing email for the One-Net decoder events, select Setup
Email > Decoder Email. Email can be sent upon aert decoding and/or
forwarding. The Email Server isidentified. If changes to the outgoing email
server are needed, return to the Setup Email >Email Server screen.

Check the appropriate toggle and add email addresses to the Email To: field.
Check either:

=3 One-Net CSP Web Interface - Microsoft Internet Explorer =101 x]

File Edit ‘iew Favorites Tools Help ﬁ

|
|«-»- A QDI B-S5=E
|
|

Address I@ http:/f192.0.0.80/dasdec/dasdec.csp j (\)GD
GDUgI.Bvl jl [Clsearch ~ & | &1 1457 blocked | A Check ~ “i, Autolink - [ Options

Eldail Server | Event Elail | Decoder ENMail | Encoder EM ail | ;I

Decoder EMail Configuration.

EMail can be sent upon alert decoding and/or forwarding.
Check the appropriate toggle and add email addresses to the EMail To: field.
Separate each address using a comma (eg. fred@myemail com, john(@myemail. com)

Emal Zerver 15 mail. monroe-electronics.com.

¥ Alert Decoding EMail ENABLED. Uncheck to Disable EMail upon Alert Decoding.
EMail

TD:ljonr@monroe—eleotronios.com

¥ Alert Forwarding EMail ENABLED. Uncheck to Disable ENail upon Alert Forwarding.
EMail

T,,:ljonr@monroe-eleo‘fronios.com

Accept Changes Cancel Changes
. | _>I_I
|@ Done I_I_’_|0 Internet v

Email upon Alert Decoding: Check the box to disable or enable Email on
Alert Decoding. If enabled, enter the Email addressin the Email To: field.

Email upon Alert Forwarding: Check the box to disable or enable Email
upon Alert Forwarding. If enabled, enter the Email address in the Email To:
field.

Click Accept Changes.
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55.4. Encoder Email

To setup the outgoing email for the ONE-NET encoder events, select Setup
Email > Encoder Email. Email can be sent upon alert origination. Follow
screen instructions or the same method described above for Decoder Email.
Click Accept Changes for any changes to be effective.

23 One-Net CSP Web Interface - Microsoft Internet Explorer =1a]x]
J File Edit Wiew Favorites Tools Help ﬁ
|&-2-08 A QAadI D5 EH
J Address I&j http:ff192,0.0.80/dasdecidasdec.csp j Go
J GDOS]E - I jl |G| Search ~ @ | @ 1457 blocked | 5 Check = 3 Autolink  ~ E Opkions

Bl ail Server | Ewent Elail | Diecoder Flail | FEncoder FMail | =l

Encoder EMail Configuration

EMail can be sent upon alert origination.
Check the togele and add email addresses to the EMail To: field.
Separate each address using a comma (eg. fred@myemail com,john@myemail. con)

Email Zerver 15 mail. monroe-electronics.com.

¥ Alert Origination EMail ENABLED. Uncheck to Disable EMail upon Alert Origination.
EMail

TD:ljonr@monroe—eleotronios.com

Accept Changes Zancel Changes

4
|&] Dore l_ l_ l_ |4 mternet v
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5.6. Setup > Audio: Audio Levels and Tone Testing

There are four audio screensto configure: Decoder Audio, Encoder Audio, Audio
Output Levels/Tests, and Radio Tuners. Start with Audio Output Levelg/Tests.

5.6.1.

Audio Output Levels/Tests

The audio output levels for the One-Net are always configured from this page.
Also, audio tones can be played through each available audio output in order
to test the output and calibrate levels using audio test equipment. Every One-
Net will show the configuration interface for the Front Panel Speaker, Main

Audio and for the Auxiliary Audio 1. Configure the levels by entering
numbers from O to 100 for any specific port. Vaues near 70 are a good

starting point for the One-Net.

TR
J File Edit Wiew Favorites Tools Help
Main Audio (Lime: andic mixer device dewimizer’) ;I
Mono Audie Chuipuf
Level Tasts Forwarding/Encoder Oufput Enable (Click kink to ecdif)
(1100
IED 5 Tone Test Duration
This output is L Out (1..180 Sec)
on
the rear panel audio Test 960 Hz Tone
connector block. [¥ Main Audio device balanced audio ouiput is always ENABLED. No balanced
Test853 Hz Tane audio input pass through.
Test Attention Signal | Uncheck for enabling only during EAS. Effective immediately.
Alert Forwarding on Main Audio FNABLFD.
Test Audie File
Ithunder.wav 'I Alert Origination on Main Audio FMABLED.
Duration: 24.706 seconds
Play | Listen om Brovser
Delete |
Aux 1 Audio (L andio mixer device "idewimixer2")
’?;a‘;’go?uipuf Level Tasts Forwarding/Encoder Cufpat Enable (Click ink fo edi)
Lot |Rig]1t |5 Tone Test Duration
[50 [50 (1180 Sec)
Test 960 Hz Tane
Test853 Hz Tone
. . i i .
Test Atiention Signal | Alert Forwarding on Aux 1 Audio DISABLED
Alert Origination on Aux 1 Audio DISABLED,
Test Audio File
Ithunder.wav 'I
Duration: 24.706 seconds
Play |Ljsten on Browser
Delete |
Upload Audio WAY file to One-Net Sexver. o
i€ [ [ [ miernet 4




5.6.2.

NOTE: Theinterface pages for Decoder and Encoder Audio display and
reference audio output levels for certain features. These references always
provide an active hyperlink into this page to allow for changes to audio output
levels.

To test the Main and/or Auxiliary Audio outputs, attach speakers to the One-
Net audio device output ports and run the various tone test buttons. The Front
Panel Speaker can be tested asis. These tests alow the One-Net to play each
of the two single tones that comprise the dual-tone EAS Attention Signal. The
EAS Attention signal and WAV files can aso be played. The duration of the
test is set per Audio device by the Test Tone Duration fields.

Audio tests, audio levels and duration changes occur immediately.

Alert Audio toggles

The Main and Auxiliary Audio displays also display with an active hyperlink
if alert audio from originated and forwarded alerts is enabled. Clicking these
links will jJump to the correct Decoder and Encoder Audio setup page for
changes to be made.

Upload Audio WAV fileto One-Net Server

Thisinterface allows Wav filesto be uploaded into the One-Net. Uploaded
audio files are available for tests as well as for encoding and manual
forwarding.

Decoder Audio

There are three features provided to configure decoder audio: Alert Decoding,
Decoder Audio Monitoring, and Alert Forwarding.

Each One-Net EAS decoder channel can be independently tuned for input
sensitivity, and also can be enabled and disabled with the provided interfaces.
The audio devices used during alert forwarding are also configured from this
screen.
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Alert Decoding Audio Configuration

Alert decoding occurs from active analysis of the audio input source on the
Main and Auxiliary audio devices. Each stereo input to an audio device alows
for two EAS decoder channels. Therefore the One-Net provides four
decoders. Under the Alert Decoding Audio Configuration section, each
audio device available for the One-Net is shown with atable that displays:

Decoder Name Audio Input Level (1..100) Audio Level Satus Decoder Enable

Under each of these columnsis displayed information/controls per decoder.
The interface alows the audio input level and the decoder enable/disable to be
changed per decoder. Changes become effective immediately. The Audio
Level Statusisavery useful tool to test for correct audio input levels. It will
display if an audio signal istoo low or high or OK. It can also detect if an
audioinput issilent. Thelevel status is updated each time this pageis
redisplayed or when audio changes are submitted. Set audio input levels until
the Green OK level is achieved.

- . . e =y
J File Edit Wiew Fawvorites Tools Help |
JAgdress I@ http:ff192.0.0.186/dasdec/dasdec. csp ﬂ )

-
One-Net Sexver Name:One-MNet 1
Encoder Decoder Server Setup
- MONROE
C Server € Encoder © Decoder & Audio ¢ WideetCG © EMail € GPIO it
T alert Storage  Metwork © Time © Users
R189 Analog/Digital EAS
Back | Fefresh | tsersddmm (21 Server Time:Tue Jul 19 15:55:57 2005 EDT _Logout | e e for
+10% Frathd*
Setup Audio Sofionm Vipba11-1s W
Decoder Audio | Encoder dudio | udic Cutput Levels/Tasts Eadio Tuness
Alert Decoding Audio Configuration
The One-HNet provides two EAS decoders per stereo line input channel. Each soundeard thus provides two decoders, one on the left channel
and one on the right channel
This page allows decoders to be selectively ensbled and dissbled, allows decoder input levels to be set, and allows andio monitoring of a single decoder input. Decoding is
sensitive to input levels. The guality of the input level iz rated in real time per decoder. With every page refresh the guality is displayed to allow correct
level zetting. When an input source iz established, refresh thiz page a few times 1o insure a consistent level guality of OK
This page also allows selection of the sound card speaker cutpuat ports used during alert forwarding. I
Changes are updated immediately. On some browsers, hitting enter after setting the levelwill not result in the change being submitted. However, clicking any other
tutton or the background will submit the changed level.
Main Audio (/devimixerD) Audio Input Source * Internal'Radio ¢ Line-In Jack
Decoder Name i fnput Level cio Level Stafus |Decoder Enable
(1100
|L1M | Left Leve]IEU |% | [V ENABLED. Uncheck to Disable Left Channel EAS Decoder
|Rl: Badio 2 |R.lght I.eve]lsn |ﬂ | ¥ ENABLED. Uncheck to Disable Right Channel EAS Decoder
Auxiliary Audio 1 (fdevimixer2) Audio Input Source © Internal A ¢ IntemalE { Line-In Jack
Dicoder MName dio Input Level dio Level Sfatus |Decoder Enabls
(1. 1080
|I.2: Internal & Left | Left Igvell?u _| [ EMABLED. Uncheck to Disable Left Channel EAS Decoder
|R2: Rear Connector |Rjg]|t Leue]IE _| ¥ FMARLFD. Uncheck to Disable Right Channel FAS Decoder
]
[&] Done |4 Internet ﬁ
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Decoder Audio Monitoring Configuration

These two interfaces allow a One-Net user to hear the audio from a selected
decoder input. The Select Decoder Audio to Monitor list presentsall of the
decoder audio channels available to hear. The Decoder Audio Monitor
Output list allows a specific output port to be selected to hear the audio
chosen in Select Decoder Audio to Monitor. Choose a decoder channel and
select an output port that has speakers (or the Internal Speaker) and click
Accept Changes. To disable audio monitoring, select the None decoder and/or
the None Audio output and again click Accept Changes.

Alert Forwarding Audio Configuration

After the One-Net decodes an EAS dlert, it can be configured to “Forward’
the alert. That is, it can play the alert as audio over a selected audio output.
Thisinterface allows for enabling Forwarding audio on each of the audio
output devices. Enabling/disabling is achieved using the provided checkbox
toggles. The text next to the toggles clearly indicates the current state and the
result of toggling. The audio output levels are also displayed and provide an
active hyperlink to the Audio Output L evels/Tests page to change the output
levels. Changes do not take place until Accept Changesis clicked.

<3 One-Net CSP Web Interface - Microsoft Internet Explorer

J File Edit View Favorites Tools Help

J “Back ~ = - (D 7ot | “Chsearch  [GFavorites  fElPMedia ®| e S =

J Address I@j http: ff192.0.0, 186/dasdecfdasdec, csp

Decoder Audio Monitering Configuration

Fom can listen to any one of the server decoder input channels.
Chaose a decoder channel to monitor, and then choose an cutput device. The selection is effective immediately.

Select Decoder Audio io Monitor Decoder Audio Moniior Ouwiput
MNone Front Panel S
Main Audio
F1-tMain Radio 2 Aux T Audio
L2-Avux 1.Line-In Left MNone
R2-Aux 1.Line-In Right

Alert Forwarding Audio Configuration

This server canbe confisured to send the audic cutput daving alert forwarding to selected scund card speaker cutput ports. This page allows enabling/disshling of these
output ports as well as links for setting cutput levels. HOTE Forwarding and encoding shave the same cutput ports; level changes for one appliss to the other.
Changes take effect immediately.

MMain Audio (Liroax audic miver device 'fdevimirer")

Mono Audio Ouiput Level

(1 100D (Chick fink fo edi) Forwarding Cuipuf Enable

Iulain Audio device balanced audio output is always ENABIED.

50 ¥ Decoder Alert Forwarding on Main Audio Ouwiput ENABLED.
Uncheck to disahle.

Aux 1 Audio (Limx audio mixer device 'Vdev/mixer2")

dio Oufpuf Level .
|.?ju 100 (Cick fink fo edi) |Forwardmg Chetpat Enable

Lefi
0

Right ‘ ™ Enable Decoder Alert Forwarding on Aux 1 Audie Ouiput
50

Back Refresh Curreni Status Op Log

€

’_ ’_ ’_ | # Internet

K
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5.6.3.

Encoder Audio

There are two main configuration options for encoder audio: Alert Encoding
and Microphone selection.

Alert Encoding Audio Configuration

When the One-Net encoder is used to originate an EAS dert, the audio
associated with the alert must be played out of an output port in order for the
aert to be transmitted or decoded by another decoder. The audio for the alert
must be configured to play over a selected audio output. Thisinterface allows
for enabling/disabling Originating audio on each of the audio output devices.
Enabling/disabling is achieved using the provided checkbox toggles. The text
next to the toggles clearly indicates the current state and the result of toggling.
The audio output levels are also displayed and provide an active hyperlink to
the Audio Output L evelS/Tests page to change the output levels. Changes are
effective immediately.

Select audio devicefor alert audio encoding microphone:

The One-Net encoder provides an interface to record audio into WAV files.
These can then be used for the audio portion of an alert. This page provides
for selecting which audio device is used for the microphone input source. The
Main audio device or any Auxiliary Audio device with a microphone input
can be selected for use during alert audio recording. Use the provided radio
button to select the microphone. Use the Mic Input Level control to set the
level for the microphone. Changes do not take place until Accept Changesis
clicked.
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5.6.4.

Radio Tuners

The One-Net can be equipped with up to three internal radio tuners. Each
tuner can be configured by the user, through the browser page, to receive AM,
FM or NOAA stations.

Setting the Radio Types and Frequencies:

Use this screen to program the installed radios. For each radio select the radio
type by clicking on the button to the left of each type. Next, click on the
frequency box and type in the desired frequency for an approved radio station
and click on the Accept Typed Frequency Change button to accept the change.
Thisfrequency MUST correspond to an approved LP1 or LP2 for your area.

Y ou can obtain alist of approved stations from the EAS Chairman of your
state. Repeat this process for al of the installed radios.

After setting all of theradios, verify that level isOK. Thisisdisplayed to the
right of the frequency box. To listen to the radio signal, refer to 5.6.2 for
details to play the audio through the front panel speaker.

’ B - i =
J Fil= Edit “iew Fawvorites Tools Help
=
Encoder Decoder Server Setup
" Server (" Encoder ¢ Decoder @ Audio ¢ Video/CG ¢ EMait ¢ GPID
 Alert Btorage © MNetwork ¢ Time ¢ Users
Back | Fefresh | User:ddmin (4) _Server Time:Fri Jul 29 11:02:07 2005 EDT R189 Analog/Digital
Logaut EAS EncoderDecoder
wTDM Enabled™
Sofbvrare Wersion:1.1-1 ﬁ
Setup Audio
Decoder Audio | Encoder &udio !Audio Cratpat Tevels/Tests ! Radio Tuners
Radio Configuration
NOTE: Changes made to radio settings effective IMMEDIATELY'!
The DASDEC-1EH server optionally provides up to 3 internal radio tuners that can be used as decoder input.
This page allows the tuning of each available radio. Each radio can be tuned to an AMLFLM, or HOA A Weather radio station. The first 2 radios are
decoded by the IWain Audio device. Make sure the Audio Input Source is set to internal. The third tuner, if available, is decoded by a reguired
Al PCT soundeard dewrice
1. & FM ¢ AWM ¢ MNOAA Weather Radio
|102-5 MHz FM (87.9 - 107.9) Level:VERY STRONG (79%0)
Accept Typed Frequency Change I Cancel Typed Frequency |
This radio provides audio for Decoder 'T1' fe
2. CFM © AN & NOAA Weather Radio
162.400 MH= Level:No Audio Detected (%)
162.400 MHz 162.425 MHz 162.450 MHz | 162.475 MHz | 162.500 MHz 162525 MHz
162.550 kHz
This radio provides audio for Decoder 'R1' LI
@ R v
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5.7. Setup > Video/CG: Video/Character Generator Configuration.

The One-Net can be set to run a variety of character generators over its external serial
port. The One-Net can also provide native analog NTSC composite video output.

/2 One-Net CSP Web Interface - Microsoft Internet Explorer

J File Edit Yiew Favorites Tools  Help

=10l |
[ @ ]

Encoder Decoder ‘ Server ‘ LR 2
 Server  Encoder © Decoder © Audio & Video/CG © NetAlerts © EMail ' GPIO
' Alert Btorage C Hetwork © Time O Users
Back | Fiafrash | User:rugsterdog  Server Time:Wed Nov 2 14:05:18 2005 EST R189 Analog/Digital
Logout | EAS Encoder/Decoder
WD Brabled
Sofbvrare Wersion:1.1-Te ﬁ
Setup VideoCG
Video/Character Generator Configuration.

Check one option to select the CG used when an alert is originated or forwarded.

The CG should be connected to the server serial port using the correct serial cable (TFT,CODI VDS use

NULL modem ecable, Monroe CGs use straight through cable, SAGE Generic depends on specific C3).
 Off © Monroe Envoy © Monree CEMS-0500/1000 ¢ Standard TFT © Chyron CODI ¢ VDS 840 © Sage Generic CG

CEMS Crawl Attribute Settings (values apply to boih Encoder and Decoder)

IDD Mat Repeat Video j
Repeat Alert Video Display

This One-Net can generate video output for originated and forwarded alerts.

¥ ¥ideo Output upon Alert Origination/Forwarding is Enabled. Uncheck io disable Video Output upon Alert OriginationForwarding.
Video Duration Conirol © Video Duration=Full Alert Duration ™ Video Duration=Alert Audio Duration © Video Duration=Custom Duration

" Checkto enable English + Spanish EAS Translation.

Accept Changes Cancel Changes

Back Refresh Cuwrrent Status Op Log
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2} One-Net CSP Web Interface - Microsoft Internet Explorer ) ]

|

File Edit Wiew Favorites Tools  Help ﬁ

b

|€«-»- A Q=PI B SHE
JP-ddress I@ http:f192.0.0.50/dasdec/dasdec.csp ﬂ a0
J GDUglEvI j| |Clsearch ~ & | (51 1473 blocked | A Check - i Autolink ~ [ Options
. _ [
Setup VideoCG Sfbwrare Version:1 247 W

Video/Character Generator Configuration.

Check one option to select the CG used when an alert 15 origmated or forwarded.
The CG should be connected to the server serial port using the correct serial cable (TFT,CODI VDS use

NULL modem cable, Monroe CGs use straight through cable, SAGE Generic depends on specific CG).
Use SAGE Generic for Evertz CG.

C Off © WMontoe Envoy ©* Monroe CEMS-0500/1000 © Standard TFT © Chyron CODI © VDS 840 © Sage Ceneric OF

CEMS Crawl Attrvibute Settings (values apply to both Encoder and Decoder)

Do Not Repeat Video j
Repeat Alert Video Display

This One-Net can generate video output for originated and forwarded alexts.

¥ Video Output upon Alert OriginationForwarding is Enabled. Fncheck te disable Video Ouiput upon Alers
OriginationFomvarding.

¥ Alert details video is ended when serial protocol controlled EOM audio finishes. {fncheck for ather vidze coniral
apiians.

" Check to enable English + 3panish EAS Translation.

Accept Changes Cancel Changes

Back Refresh Cwrent Status Op Log Web Session Log

|l

[&] pore I_ l_ l_ |4 mmternet 4
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5.8.

Video/CG
Use this screen to configure the Video/Character.

Select the CG to be used. There are six supported character generator protocols.
Choose the appropriate one for the connected serial device. The Chyron CODI,
VDS840, and Sage Generic character generator protocols also present further
configuration options. These are easy to understand from the presentations. The
CODI protocol also presents options for generating test patterns.

Repeat Alert Video Display

This setting allows the EAS message to be displayed multiple times while applicable.
It can be set from no repeats to 10 repeats. The time between repeats can also be set
with a minimum time of 2 minutes.

Video Output upon alert forwarding

Check the box to disable or enable details video output. If enabled, you can also
choose from Full Alert Duration, Alert Audio Duration, or Custom Alert Video
Duration to set the exact video duration in minutes and seconds. A set of details
pages will be played out of the RCA video output port on the back of the One-Net.

Alert Detail Video end
Check this box to display the details video message as long as serial controlled CG is
active.

English + Spanish EAS Translation
Check this box to enable a Spanish trandation of the EAS message to be displayed
after the English message.

Click Accept Changes to make changes apply.

Setup > Decoder

By default, a One-Net will run two EAS decoder channels from the Main audio
device. It will decode EAS out of the box. However, avariety of useful options can
be configured to tune the decoder for operation in a specific system within a specific
geographic region. All decoder configuration options can be accessed through the
Setup > Decoder pages.

There are two tabbed sub-pages on the Setup Decoder screen. They are:

FIPSID Forwarding
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5.8.1. Setup Decoder > FIPS ID

(Note: ThisTab isnot visiblein an Encoder/Decoder.) The FIPS ID sub-
page is used to set the location code for the One-Net. A FIPS codeisaunique
6-digit code that covers every State or Territory in the United States, as well
as every County or County Equivalent areain the U.S. Nine subdivisions for
each main FIPS region can also be set. Set the Decoder Station FIPS Identity
to the FIPS location code for the geographical location of the One-Net. State
I D has a pop-down menu to select the State or territory. County ID hasa
pop-down menu to select the County or County equivalent area. The FIPS ID
does not allow the setting of a subdivision. The FIPS ID is used for Required
Weekly Tests for a decoder-only One-Net.

2} One-Net CSP Web Interface - Microsoft Internet Explorer

_10x]
J File Edit Miew Favorites Tools  Help ﬁ
-

One-Net Server Name: OneNet-1 EAS

Encoder ‘ Decoder Server ‘ Setup

. MONROE
& ELECTRONICS
" Berver { Encoder  Decoder © Audio © Video/O3 © Net Alerts © ElMail " GPIO

 Alert Storage  Hetwork  Time O Users

R189 Analog/Digital

Back | Refresh | UIser:ddwin  Server Time: Thu Nov 3 09:31:59 2005 EST _Logout | EAS Encoder/Decoder
WTD 2 Erabled®

Sofbarire Wercion:1.1-Te ﬁ

Setup Decoder

FIPS ID | Fomwadin |

Decoder Station FIPS Identity
NOTE: All changes made on this page effective IMMEDIATELY'!

036073 Orleans NY

Set Decoder Station FIP S State ID

[ Mew York (NY) (36] =l
Set Decoder Station FIP S County ID

[ Orleans,NY (073) =l

Back Refresh Current Status Op Log |
4 | »
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5.8.2.  Setup Decoder > Forwarding

The Decoder Forwarding sub-page is used to configure EAS alert forwarding.
Forwarding is when a decoded EAS is relayed out an audio output of the One-
Net, presumably into a broadcast audio signal, and display a video message
out of the serial port controlled character generator and One-Net video output.
Forwarding can be automatic or manual. Forwarding can be set so that all
alertsto any FIPS area are forwarded, or it can be highly constrained so that
only aselect few EAS codes to specific FIPS areas are forwarded. Use this
screen to configure station identity settings and to select EAS alerts that are
forwarded. To select the actual audio output port(s) for forwarded alerts, a
different Web Interface page is used see Setup Audio > Decoder Audio.
Forwarded alerts are logged on the Decoder > Forwarded Alerts display

page.

/23 One-Net CSP Web Interface - Microsoft Internet Explorer

| J Fil=  Edit  Wiew Favorites  Tools  Help

2B

One-Net Server Name: OnelHet-1 EAS

Encoder Decoder Server Setup

. MONROE
 ELECTRONICS
 Server {0 Encoder ™ Decoder ¢ Audio O Video/CG  Net Alerts ¢ EMMail ¢ GPIO

0 Alert Storage 0 Wetwork 0 Time 1 Users

R189 Analog/Digital
Eack I Refresh | Tlseriddiniz  Server Time:Thu Nov 3 09:27:01 2005 EST Logout | EAS Encoder/Decoder
STDH Brbled

Setup Decoder

FIFS ID Forwarding |

Decoder Forwarding Configuration.
Wihen an EAS alert is decoded it can be held silently on the server or can be forwarded over any of the audio & network outputs, and display a video  ||—
message out of the serial port controlled character generator and One-Met wideo output

MIake sure the character generator is propetly configured, connected to the One-Met serial port, and enabled from the One-Met. The current serial port
configuration setting is displayed below.

This setup page has controls for setting martnial and auto-forwarding and for selective auto-foraarding based on EAS code tyrpe and FIFS locations.
MOTE: &1l changes made on this page effective IMMEDIATELY!

Forwarding EAS Station 1D|M0nroe1
I8 Forwarding Antention Signal Duration (8-25 Seconds)

I Select to Enable Alert Auto-Forwarding

|Manual Forward Mode is Enabled| I Fo d Mode Timer 1 Disabled

[ Forward Wode Timer 2 Disabled

Forwarding Senal Protocel 15 OFF. Follow hnlk to configure.

¥ Alert audio, if any, will play on the front panel speaker when the front panel button is pressed to acknowledge an
unforwarded decoded alert. This action will just acknowledge the alert, it will WO'T forward the alert. Uncheck to disable.

=
< I B

Forwarding EAS Station 1D

Type up to 8 charactersin this text field to identify the Station ID for this
One-Net. Thiscode will beincluded in all forwarded aerts; both manually
forwarded and automatically forwarded aerts. NOTE: Forwarding Station 1D
isdifferent from Encoder Station ID.
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Forwarding Attention Signal Duration
Set the duration in seconds (from 8 to 25) of the attention signal tone played
during aert forwarding.

Auto-Forward or Manual Mode

Click the box to select or de-select Alert Auto-Forwarding or Manual Alert
Forwarding. When Manual forwarding is set, a user of the One-Net must use
the Web Interface to actively forward the alert from the Decoder Active
Decoded list display. During Auto-Forward mode, the One-Net will forward
alerts without review or intervention. NOTE: Emergency National Activation
(EAN) and Termination (EAT) alerts adways forward automatically.

/2 One-Net CSP Web Interface - Microsoft Internet Explorer (] 4
J File Edit Wiew Favorites Tools Help ﬁ
Configure EAS Types for Decoder Auto-Forwarding -

(i Only specific EAS Codes will Auto-Forward {(confizure halow)
Select to enahle Auto-Forwarding for all EAS Codes {(for FIPS Auio-Forward settings, see helow)

Current Decoder Auito-Forwarded EAS Codes

FWT : REQUIRED WEEKLY TEST

EAMN : MNATIOMNAL EMERGEMNCY ACTION NOTIFICATION
EAT : NATIOMNAL EMERGENCY ACTION TERMINATION

Al EAS Codes:
EAN : NATIONAL EMERGEMNCY ACTION NOTIFICATION j Ald > |

Remove Selected

Configure FIPS for Decoder Auto-Forwarding

(i Only specific FIPS Codes will Auto-Forward {configure helow)k
Select o enahle Auto-Forwarding for all FIPS Codesz {for EAS Code Auto-Forward settings, see abovel

Chooze FIPS Subdivision Current Decoder Auto-Forwarded FIPS
IAII YI Orleans.My (036073)

Choose FIPS Stiate

| Urited States (US) (00) x| Add-> |
Choose FIPS County

All{0ooy -

OR

Select from Encoder Pool FIPS

then Forward Selected FIP'S
California (006000)
Santa Clara,CA (0060G5)

Forward Selected FIPS | Femowve Selected
Back Refresh Current Status Op Log v|
4 | >
|@ ’_ ’_ ’_ |e Internet o

Configure EAS Typesfor Decoder Auto-Forwarding
Click the box to select or de-select auto-forwarding for specific EAS Codes or
ALL EAS codes.
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5.9.

Configure Specific EAS Codes

Choose each EAS code to auto-forward. Then click Add. Codes selected for
auto-forwarding will appear in the Current Decoder Auto-Forwarded EAS
Codesfield to theright.

To remove a code from the auto-forward list, select alinein the Current
Decoder Auto-Forwarded EAS Codesfield and click Remove Selected. All
operations are immediate.

Configure FIPS for Decoder Auto-Forwarding
Click the box to select or de-select auto-forwarding for specific FIPS Codes or
ALL FIPS codes.

Specific FIPS Codes

Choose each FIPS location code for the Subdivision, State (or territory) and
the County (or County Equivalent), which should be auto-forwarded. Then
click Add. FIPS locations selected for automatic forwarding will appear in
the Current Decoder Auto-Forwarded FIPSfield to the right.

To remove alocation from the auto-forward FIPS list, select alinein the
Current Decoder Auto-Forwarded FIPS field and click Remove Selected.
All operations are immediate.

Setup > Encoder

EAS alert encoding, called origination, is when the digital codes and alert audio tones
and message defined by the EAS protocol, are assembled and played over a broadcast
medium for which EAS decoders might be listening. The One-Net makes this task
very easy. Every action needed to encode and send EAS is available on asingle page
of the One-Net Web Interface.

There are two sub-pages on the Setup Encoder screen:

General Required Tests

To run EAS encoding, a One-Net must be configured with avalid Encoder license
key. Thisisentered on the Setup > Server page. Without avalid license key, the
One-Net will not show a Setup Encoder page nor the main Encoder menu tab. See
section 5.1 Setup Server. There are some configuration tasks that need to be done on
the Setup > Encoder pages before you use the One-Net encoder.
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5.9.1. Setup Encoder > General

The General sub-page is used to set the EAS Origination code, the EAS
station ID, and commonly used alert types and FIPS locations. This page
allows configuration of some basic items needed to use the EAS encoder.
NOTE: Unlike most configuration pages, changes made to this page are
effective immediately and do not require clicking an Accept Changes button.

/) One-Net CSP Web Interface - Microsoft Internet Explorer 10| x|
J File Edit Yiew Favorites Tools Help ﬁ
General | Required Tests | [« |

Main Encoder Configuration
HOTE: A1 chariges made on this page effective TMHMEDTATEL ¥

tation Cabls Sustenm

y ™ Check to enable custom text translation for Origination
WA -National Weather Service Code.
EAS Origination Code| PEF-Frimary Entry Point Spstem

EAS Station mlNW 2345

IB Attertion Signal Duration (8-25 Seconds)

Configure Availahle EAS Types for Encoder
Choose from All EAS Codes:

HIC : NATIONAL INFORMATION CENTER ﬂ Configured Availahle Encoder EAS Codes
Em_ : E!%EBE&E%EETDAE‘JEE;T These ate the EAS Codes available in the encoder interface.
FwT : REQUIRED WEEKLY TEST pur HHEE%LL','E"EE% LT T
ADR : ADMINISTRATIVE MESSAGE ’
A AAL ANCHE WARNING
Ahd - AVALANCHE WATCH Add > |
B2w : BLIZZARD WARNING ;I

OR

Add Emergencies | Add Warnings |
Add Watches | Add Tests | Bemove Seleciod

Add Advisories |

Configure Availahle FIPS for Encoder

Choose FIPS Subdivision

[ai -

Choose FIPS State

| United States (LIS) (00) =l

Choose FIPS Counties
Add ->
All (000) _l

Confizured Availahle Encoder FIPS Locations
These ate the FIPS available ity the encoder interface.

Orlzans MY (036073)

Hemove Sefecied | -

Back Refresh Curvent Staius Op Log Weh Session Log | ﬂ
A

|&] pore ’_ |_|_|0 Internet v

EAS Origination Code

Select the EAS Originator code for your system from the selection menu. This
code categorizes the type of organization sending the EAS. Select the code
that best describes your organization:
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Broadcast station or cable system: Choose EAS
Civil authorities: Choose CIV

National Weather Service: Choose WXR
Primary Entry Point System: Choose PEP

This codeis placed in the EAS alert message when the encoder originates an
EASalert. Thissame codeisused for both manually forwarded aerts and
automatically forwarded alerts. If these descriptions do not match your
application (ie Telephone company) you should select EAS, and place a check
in the box for custom text for trandlation for Origination Code. When thisis
enabled you will be able to customize how thetext isdisplayed. Anexample
of thisis shown below. When aWeekly test is activated by the One-Net the
displayed the text will be “NEW Y ORK TELEPHONE HASISSUED A
REQUIRED WEEKLY TEST FOR THE FOLLOWING
COUNTIES/AREAS: OrleansNY; AT 10:36 AM ON MAR 23, 2006
EFFECTIVE UNTIL 10:51 AM. MESSAGE FROM NY 12345 . “

3 One-Net CSP Web Interface - Microsoft Internet Explorer

J File Edit iew Favorites Tools Help

General | Beguired Tests |

Main Encoder Configuration
HOTE: Al chanzes made on this page effectire IMMEDLATEL !

[V Origination Code cusiom text iranslation enabled. fnchack to
disable.

EAS-Broadcast Station/Cable System

CIV-Ciwil Auathority

IB Attention Signal Duration (8-25 Seconds)

10/
[ @ |
[

J

WiR-M ational Weather Service Cusiom Origination Code Tramslation. The phrase "HAS ISSUED™
EAS Origination Code | FEF-Frimary Entry Paint System follows this string in the translation.
INEW Y'ORK TELEFHONE
EAS Station mlNY1 2345

1

|Ei| Done

o

l_ l_ l_ |4 Tntermet

A

EAS Station ID

Type up to 8 charactersin this text field to identify the Station ID for this
One-Net. Thiscode will beincluded in al originated aerts; both manually
forwarded and automatically forwarded alerts. NOTE: Encoder Station ID is
different from Forwarding Station ID.

Attention Signal Duration

This control allows setting the duration of the two-tone attention signal from
8-25 seconds.
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Configure Available EAS Codes for Encoder
The One-Net must be configured for the types of EAS alerts that will be used
during alert encoding. Thisisdone by constructing alist of alert types.

<} One-Net CSP Web Interface - Microsoft Internet Explorer Ol x|
J File Edit WYiew Favorites Tools Help ﬁ

General | Reguired Tests |

Main Encoder Configuration
HOTE: A1l charges made o this page effectire IMHEDLATELY!

ation/Cable System

I~ Check o enable custom text iranslation for Origination
WR-Mational Weather Service Code.

EAS Origination Code| PEF-Frimary Entry Point Spstem

EAS smionm|NY1 2345

IB Aftention Signal Duration (8-25 Seconds)

Configure Available EAS Types for Encoder
Choose from All EAS Codes:

HIC : HATIONAL INFORMATION CENTER ﬂ Configured Available Encoder EAS Codes
Em’ g%gar;iLDPSEETDAEJEE;T These are the EAR Codes available in the encoder interface.
Riw'T  REQUIRED ‘WEEKLY TEST ECUT : FF‘EEE%UUHFF‘EEE% “\f\?E“éTKHLK';YTEESTT
ADR : ADMINISTRATIVE MESSAGE ’
A Al ANCHE WARNING
A A/ALANCHE WATCH Add -> |
B2 BLIZZARD WARMNING ﬂ

OR

Add Emergencies | Add Warnings |

Add Watches | Add Tests | Bemove Selecid

Add Advisories |

Configure Availahle FIPS for Encoder

Choose FIPS Subdivision

[a -]

Choose FIPS State

| United States (US] (00) B |

Choose FIPS Counties
Add >
All 000 4|

Configured Available Encoder FIP S Locations
These are the FIPS available in the encoder intetface.

Orleans MY (036073

Remove Sefecied |

Back Refiesh Current Status Op Log Weh Session Log

[&] Done ’_ ’_ ’_ |4 Irternet

a B

e Tobuild or edit thelist, choose an EAS code type from the pop down
menu and click Add. Codes selected for encoding will appear in the
Configured Available Encoder EAS Codes box to theright. Be sure and
add all common EAS types that will be used when encoding alerts from
thisOne-Net. [f you find you are missing a code during encoding, you
can edit the pool list at any time. To add a group of messages of a certain
type, you can click one of the buttons (ie Add Watches).
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e Toremove acode from the Configured Available Encoder EAS Codes
list, select and click Remove Selected.
All operations are immediate.

Configured Available Encoder FIPS Locations

The One-Net must also be configured for the commonly used FIPS locations
that will be used during alert encoding. Just asfor the EAS Codeslist, a
commonly used list of FIPS locations need to be constructed from the list of
all possible FIPS. Thelist isreferred to on the One-Net as the Configured
Available Encoder FIPS Locations. There are thousands of FIPS location
codes, so building this list of commonly used FIPS codes saves time during
typical alert encoding. Intherare event that other FIPS locations are needed,
thelist can be edited at any time.

e Choose each FIPS location code for the Subdivision, State (or territory)
and the County (or County Equivalent). Then click Add. FIPS locations
selected for automatic forwarding will appear in the Configured
Available Encoder FIPS L ocationsfield to theright. Make sure and add
all the common FIPS codes that will be used when encoding alerts from
this One-Net. Otherwise, while constructing an alert, you may have to
return to this screen to add any FIPS codes that are missing from the
Configured Available Encoder FIPS Locations list on the Encoder > Send
EAS >General EAS screen.

e Toremove alocation from the Configured Available Encoder FIPS
L ocations, select alinein the Configured Available Encoder FIPS
L ocations field and click Remove Selected.

e All operations areimmediate.

e |f when encoding an aert on the screen Encoder > Send EAS > General
EAS screen, you find that a FIPS location code is missing, thereis alink
on that screen back to the Setup > Encoder > General screen so you can
amend the FIPS pool.
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5.9.2.  Setup Encoder > Required Tests

2} One-Net CSP Web Interface - Microsoft Internet Explorer

= [l

x

J File Edit Wiew Favorites Tools  Help

4

Creneral | Reguired Tests |

Encoder Required Test Configuration
HOTE: Chatyges made ot this page effectirs IMEDLATEL W, s ept for time wabie chatyges forafdich ywoumnst click Accept Time Charges.

Required Weekly Tests are automatically generated.
Mote:Jf Ist fime 15 greatfer then 2nd fime, alert is scheduled from O hrs Midnight fo 2nd fime or 1t fime fo 23.09,
Between Time and Time

l_ l— Accept Time Changes |
IE,D»SMNI_ED_ :,,SMNET Cancel Time Changes |

On days:Cheched days are candidates for RWT, unchecked days are omiffed (effecfive immediately ).
[ Sun W Mon ¥ Tue ¥ Wed M Thu W Fri [V Sat

¥ Uncheck to Disable Random Automatic Required Weekly Test Generation (effective immediaiely).

Configure One-Button and Automatic Weekly Test
Set FIPS locations for Set One-Bution Weelkly Test Duration

One-Bution Weekly Test ID Mi I 15 = I
Fot each Location, Select a FIPS, Eis

then Add Selected FIP S )
(FIPS list can be confioured) Current FIP S locations for One-Button Weekly Test

Orlears.NY (036073 1 IAII 'I Orleans NY (036073) _ femave |

Add Selected FIPS

¥ Fromt Fanel Buiion Weekly Test Enahled. Uncheck: io Disable.

%H

| v

|:§'| Dione

’_ ’_ l_ |4 mternet

&

The Required Tests sub-page is used to issue pre-configured Weekly Test
aerts. The One-Net can be configured to send a Required Weekly test with a

single button push.

Required Weekly Tests

e Thetests can be automatically generated within adaily time frame. Or you
can configure the test for specific FIPS codes and the duration of the test.

e You can select the box to enable or disable Random Automatic Required
Weekly Test Generation. When enabled you can edit the times and days
that you want the Automatic Required Weekly Test to occur by changing

the Between times, and the On Days followed by clicking the Accept

Time Changes button.
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Configure One-Button and Automatic Weekly Test.

e Set FIPSlocationsfor and Duration of the weekly test.

e Select aFIPS location(s), and then click Add Selected FIPS.

e TheFIPS location(s) added will appear in thelist of Current FIPS
locationsfor One-Button Weekly Test to theright.

e You can edit the subdivision in the first field for each location.

e You can remove a FIPS |ocation from the list-using Remove.
Y ou can Enable/Disable the front panel button activation of a Weekly
Test.

5.10. Setup > Net Alerts

One of the benefits of the One-Nets inherent network nature is that it can support a
variety of methods for network forwarding/broadcast of EAS alerts. Presently the
One-Net supports DV S-168 network protocol, DV S-644/SCTE-18 alert messaging,
Streaming Mpeg, and Remote activation of relays using the Hub Controller Model
R190. If interfaces are not available, follow the link to License Key Manager to
Setup > Server (see section 5.1). Select one of the protocols for editing by using the
provided tabs at the top of the Net Alerts Configuration page. A separate interfaceis
provided per Network protocol interface type.

There are four tabbed sub-pages on the Setup Net Alerts screen. They are:

DVS168 DV S644 Stream Mpeg HUB Controller (R190)
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5.10.1. DVS168

If DVS-168 is available on the One-Net, use thistab to enable this protocol
for forwarding and/or sending alerts.

/2 One-Net CSP Web Interface - Microsoft Internet Explorer

J File Edit ‘iew Favorites Tools Help ﬁ

One-Net Server Name: OneNet-1 EAS

Encoder Decoder

Server ‘ Setup

& P (=]

> Bl ECTRoNICS
 Server  FEncoder O Decoder © Audio  © Video/CG ¥ Net Alerts  EMail  GPIO

© Alent Btorage C Hetwotk © Time 1 Users

R189 Analog/Digital
EAS Encoder/Decoder

DI Enabled™

Setup Network Alert Protocol Options ALY

Back | Refiesh | User:ddmin  Server Time:Fri Nov 4 08:23:55 2005 EST _Logour |

DVS168 | DuS6M | HubComirollexRIOD)

COl‘I.ﬁgl].l‘e DVS5168/EARS Clients. Changed Settings are not effective until Accept Changes is pushed.
[ Check to enable Alert Forwarding to DVS168/EARS device.

[ Check to enable Encoder Alert Send to DVS168/EARS device.

Accept Changes | Cancel Changes |

Alert Forwarding to DVS168/EARS device.
Placing a check in this box will allow Alertsthat are received from a

Broadcaster to be forwarded through the One-Net and sent out using the
DV S168 protocol.

Encoder Alert Send to DV S168/EARS device.

Placing a check in this box will allow Alerts that are originated by the One-
Net to be sent out using the DV S168 protocol.
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Alert Forwarding and sending to DVS168/EARS Client

Once forwarding and/or sending have been enabled, four information fields
must be configured to identify the DV S-168/EARS host. See the provided
screenshot. Enter the IP address, the IP port, the FTP user and password, and
select the Audio File Sample Rate (Default is 16000 Sample/sec). Alerts with
all FIPS codes can be forwarded by placing a check mark in the box to enable
al FIPSto trigger DV S168/EARS device. Alertsfor specific FIPS areas can
also be filtered/passed through the protocol. Remove the check mark from the
box that says all FIPS locations will trigger the DV S168/EARS device to
enable FIPS forwarding control. When configured, select alist of FIPS codes
that will be used to check against the incoming forwarded aert. If any of these

FIPS are included in the incoming forwarded aert, the alert will be sent to the
DVS-168 client.

=8 One-Net CSP Web Interface - Microsoft Internet Explorer

=01 %]
J File Edit \iew Favorites Tools Help ﬁ
|¢-»-Q Q=@ EE-S55E
J-ﬁ.gldress I@ http:f{192.0.0,50/dasdecidasdec. csp ﬂ @GU
J GDLngtvl jl |Gl search - & | =1 1608 blocked | B Check « i Autolink - [ Options
DVSI68 | DUSEM(SCTEI®) |  Seawbipey | Hub ControlenRIS) -

Configure DVS168/EARS Clients. Changed Settings ave not effective until &ccept Changes is pushed.
v Alert Forwarding to DVS168/EARS device is Enabled. Unchecl: to disable.

IV Encoder Alerts Sent to DVS168/EARS device. Uncheck to disahle.

Configure DVS168/EARS Client Connection {client network connection values apply to both Encoder and Decoder)

DV5168/EARS client 1 connection info

|ea5ﬂp DV5168/EARS FTP User |192.1EB.2.1 DV5168/EARS Server IP Address
|”“°“““““°" DVS168/EARS FTP Password |4DEIB DVS168/EARS Server Port (default is 4093)

|1EDDD Samplefsecj Audio File Sample Rate
[v All FIPS locations will trigger DVS168/EARS device. Unchecls to choose specific triggering FIPS.

Accept Changes Cancel Changes

1

o

|2_"| Done l_ l_ l_ |Q Irternet

4
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/3 One-Net CSP Web Interface - Microsoft Internet Explorer

File Edit Miew Favorites Tools  Help

|
|e-»- A BEFI BD-S=E
|

Address I@ http:ff192,0.0.800dasdec/dasdec. csp

J Go ngev| j| |Gl search -~ & | 1 1608 blocked | A Check - <, Autolink - [ Options
DVS168 | Dusedd(sCTEL®) | Stream Ipes | Hih Comtroller(Ri50) |

Configure DVS168/EARS Clients. Changsd Settings are not effective until Accept Changes is pushed.
¥ Aleri Forwarding to DVS168/EARS device is Enabled. Uncheclk to disable.

IV Encoder Aleris Sent to DVS168/EARS device. Unchecls io disable.

Confisure DVS168/EARS Client Connection (client network connection values apply to hoth Encoder and Decoder)

DV5168/EARS client 1 connection info

|easﬂp DVS168/EARS FTP User |1 92168.21 DVS168/EARS Sexver IP Address

|*‘“°“°‘°"" DV5168/EARS FTP Password |4098 DVS168/EARS Server Pori defoult is 4798)

|1EDDD Sample;secj Audio File Sample Rate
I Checl to enable all FIPS 1o irigger DVS168/EARS device.

Select from the Encoder FIPS pool to add the the list of allowed FIPS
that trigger this DV3168 Network send.
Uze Add Selected to DVS168 List to add selections.

e DV5168 client FIPS List.
Drlzans, N [038073) Aleris fo these locations will he sentvia DVS168 io this EARS
client.
Orleans.NY (036073)
Select from the Fornwarding FIPS pool to add the the list of allowed
FIFS that trigger this DV3168 Network Forward.
Uze Add Selected to DVS168 List to add selections.
Orleans, My [036073)
Aemove Sefecied
Add Selected to DY5168 List-> |
Accept Changes Cancel Changes |
[l
|&] bone ’_ ’_ ’_ | Tnternst

When an dert isforwarded to aDV S-168 client, aWAYV file of the EAS audio
is constructed and atext file of the alert details is constructed. These are
FTPed to the DV S-168 client. Then a socket is temporarily opened from the
One-Net to the DV S-168 client, and a control message is sent that describes

the alert. The Operation Log will log each of these actions and their success or
failure.
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5.10.2. DVS644

If DVS-644 (SCTE 18) isavailable on the One-Net, use the Alert Forwarding
and/or the Encoder Alert Send to DV S644 device toggles to enable this
protocol for forwarded aerts and/or originated alerts. At least one of these
toggles must be enabled to allow editing. Accept Changes must be pressed
before changes to these toggles are saved.

/3 One-Net CSP Web Interface - Microsoft Internet Explorer

=1of x|
J File Edit View Favorites Tools Help ﬁ

One-Net Server Name: OnelNet-1 EAS

Encoder Decoder Server ‘ S'Etup

"% MONROE
4 ELECTRONICS
O Server " Encoder © Decoder © Audio  © Video/C3 & NetAlerts  EMail © GPIO

© Alert Storage  Metwork © Time © Users

R189 Analeg/Digital
Back | Refresh | User:Advmin _ Server Time:Fri Nov 4 08:46:41 2005 EST _Looour | EAS Encodfg‘,ﬂdu
DM Erabled™ -&
Setup Network Alert Protocol Options E—

DVaLes | DVS644 | Hub Controlle R190) |

COl].ﬁgll.l'e DVS5644 (S CTE- 18) Clients. Except for Add/Delete Clients, chatnged Settings are not effective until Accept Changes iz
pushed.

[" Check to enahle Alert Forwarding to DVS644/SCTE-18/CEAM devices.

" Check to enable Encoder Alert Send to DVS644/SCTE-18/CEAM devices.

Accept Changes Cancel Changes

Back Refresh Current Status Op Log ~

Alert Forwarding to DV S644/SCTE-18/CEAM devices.

Placing a check in this box will allow Alertsthat are received from a
Broadcaster to be forwarded through the One-Net and sent out using the
DV S644 protocol.

Encoder Alert Send to DV S644/SCTE-18/CEAM devices.
Placing a check in this box will allow Alerts that are originated by the One-
Net to be sent out using the DV S644 protocol.
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=} One-Met CSP Web Interface - Microsoft Internet Explorer 10 x|
J File Edit \iew Favorites Tools  Help -
Conhgure Dvisbdd{5CTE-18) Chents, Except for &ddDelete Chents, changed Settings are not effectnre wrdil &ecept Changes 15 pushed. ;I

Check to enahle use of alert audio playout delay.
Applies to both origination and forwarding.

Decoder)

|Test =CTE 18 v| Select DVS644 client

There are 2 defined client interfaces (max is 32).

[V Alert Forwarding to DV5644/5 CTE-18/CEAM devices is Enabled. Unchecl o disable.
[V Encoder Alerts Sent io DV5644/SCTE-18/CEAM devices. Uncheck io disable.

I Alert audio playout delay is not used to delay DVS644/5SCTE 18 message send.

Configure DVS644(SCTE-18) CEAM Client Connection (client IP & program values apply to both Encoder and

Add OWSE44(5CTE18) Client Interface |

Delete this DVSE44(SCTE1S) interface |

[TestSCTE 18
¥ Client is ENABLED, Uncheck to disable client.

|192.U.U.B1 Remote Host IP Address

G050 Remote Host Port

|D Muliicast TTL (0.200)

™ Standard MPEG2 Transport Stream Delivery.
Check to enable Advanced DG Delivery.

[~ Using Out-Of-Band PID=1FFC.
Check to enable In-Band FID=I1FFE.

Client Intexface Name

|D Details Video OOB ID
|D Details Audio 0OB ID
|D Details InBand Major Channel

|D Details InBand Minor Channel

[¥ Using Exception Channel List.Uncheck fo disable.

Add Exception Channel Entry I

1. ¥ band. Dncheck fo enable Chif-of-Band, IB Major Channel |3 Minor Channel Rempve |
2. T Out-ofBand. Check fo enable J-band. |3| Out-of Band Channel Rempove |

| [ Mot Using MPEG Audio Sync Private Descriptor.Check fo enable MPEG Audio Syne Private Descriptor.

| [ Mot Using Generic Private Descriptor.Check fo enable Generic Private Descriptor.

Alert type priority selection

Lo 3 ¥ | Advisories
Lo 3 v| Tests
Low:3 ™| Waiches

Meadium:? ¥ | Warnings

High:11 'l Emergencies

4

I Alert Start Time on Receiving Device hased on Enceder Clock
Time.
Check fo sef immediate sfarf fime.

Send Alert Text at all priority lewvels j Alert Text Conirol
Mewer repeat alert send j Alert Repeat Control
|2 Alert Message Transmission Duplication Count (1-20)

|U Additional Start Delay Time (seconds).
Start Delay == (Audio Delay if enahled) + Additional Time
DFSE4450TR 18 message send delay time = 0 seconds.

|2EI Duration Extension Time (seconds).

[&] pone

[ | [ mntermnet

Once enabled, you can create configurations for up to 32 DV S644 (SCTE-18)
CEAM (Cable Emergency Alert Message) clients.
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Each client can be independently enabled and disabled, allowing an easy way to
manage EAS for multiple regions. If no client configurations exist, or if you want a
new one, click the Add DV S644 Client Interface button to create a new interface
configuration. Careful, client configuration addition and deletion isimmediate and
cannot be canceled. To edit an existing client interface, select from the provided
pull down menu and edit the provided fields. To delete a client configuration, select
the client and click on Delete this DV S644 Client Interface. During alert processing,
the Operation Log will log the success or failure of the DV S644
forwarding/origination action per client. Note: Every client configuration is used for
whichever action of alert forwarding and alert origination currently enabled.

Various information fields must be configured to identify and correctly
communicate to the DV S-644 client. The most basic fields are the |P address and
port. Enter these according to the specific DV S-644 client. Often thisis an MPEG-2
multiplexor, such as a Stream Encryptor Modulator, serving a defined set of digital
cable channels. Then decide if In-Band or Out-of-Band (OOB) communication will
be used and select the checkbox appropriately. Based upon whether In-Band or Out-
of-Band is chosen for the client, set the Details Mg or/Minor number or the Details
OOB channel. This details channel is where the highest priority force tune alerts are
sent. EAN/EAT will always cause aforce tune to this channel. By using the Alert
Type Priority Selection interface, other EAS alert codes can have the associated
priority number configured based upon a severity rating per client. DV S644/SCTE
18 provides for 16 priority values, however reserved uses for most values mean that
in practice, priority values are 0,3,7,11 and 15, with 15 being the highest priority
alerts. The priority of O has a special meaning. An alert sent with O priority will
establish a new set-top box or TV sequence number. The sequence number is
incremented (modulo 32) whenever an alert is sent with updated information. The
One-Net supports this reset mode by allowing an alert to be set to O priority. This
setting should only be used for one alert, and then changed to 1-15. Thereisalso a
field to extend the aert duration past the default One-Net audio duration. Keegp in
mind that the maximum allowed time for a DV S644/SCTE 18 message is 120
seconds. The One-Net aso provides an interface to configure channel exceptions as
needed. These are channels that will ignore the aert. The interface is shown enabled
in theillustration above. It is enabled/disabled using a checkbox toggle. Another
useful feature the One-Net providesis an interface for configuring and sending a
private descriptor field.
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Select the Generic Private Descriptor toggle to enable and then configure the three provided
fields. If the IP target is a multicasting router, make sure to enter a number for the Multicast TTL
field that describes the maximum number of routing jumps that will be made before the target
clients are reached.

<} One-Net CSP Web Interface - Microsoft Internet Explorer

62 62 ab 3 5 e0 af 119636
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Alertsfor specific FIPS areas can aso be filtered before DV S644 is triggered. See the screenshot
below. Set the checkbox to enable/disable FIPS filtered trigger control. If enabled, select FIPS
codes from the provided lists and Add to the client FIPS list. If any of these FIPS are included in
the incoming active forwarded/originated alert, the alert will be sent to this DV S-644 client. With
careful use of this feature, and with multiple clients, one One-Net can serve many different cable
regions at the sametime.

/3 One-Net CSP Web Interface - Microsoft Internet Explorer

JEiIe Edit Wiew Favortes Tools Help

-3

[ Check to enable all FIPS to trigger DVS644/SCTE-18/CEAM device.

Select from the Encoder FIPS pool to add the the st of
allowed FIPS that trigger this DVE644 Network send.
Use Add Selected to DVS644 List to add selections. DV5644 client FIPS List.

California (006000) Alerts to these locations will be sent via DVS644 to
Santa Clara, CA (006085) this CEAM client.

Santa Clara,CA (006085)

select from the Forwarding FIPS pool to add the the hst of
allowed FIPS that trigger this DVS644d Network Forward.

Tse Add Selected to DVS644 List to add selections.
Orleans, MY (036073)

Remove Sefected

Add Selected to DY5644 List->

Accept Changes

Cancel Changes

When done, click on the Accept Changes button to save the configuration.
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5.10.3. Streaming MPEG Alert Send

If Streaming MPEG hardware/software is available on the One-Net, a tabbed
page will display under Setup > Net Alerts that allows configuration of up to
two client targets. Asin the other Net Alert pages, use the Alert Forwarding
and/or the Encoder Alert Stream toggles to enable/disable the use of streaming
MPEG clients when aerts are forwarded and/or originated.

2} One-Net CSP Web Interface - Microsoft Internet Explorer

- 0] x|
J File Edit ‘ew Favorites Tools Help ﬁ
DVs168 |  DUS644(SCTEI8) |  Stream Mpeg | HubContollewRIOD | B
Configure MPEG Streaming Clients. Except for Addelete Clients, changed Settings are not effective until Aecept Changes is pushed.
[V Alert Forwarding io MPEG siveaming is Enabled. Uncheck io disahle.
¥ Encoder Aleris stream MPEG. Uncheck to disahle.
Configure MPEG Streaming Client Connection (client network connection values apply to hoth Encoder and
Decoder)
Audio playout delay period 15 5 seconds. Follow [ink fo edif,
|MPEG2:D1-?D4 ~ | MPEC Video Format MPEGT Layer2 | MPEG Audio Format
|3UUDUUD Video Bitrate (100000-10000000) 192Kbits/sec 'I MPEG Audin Bitrate
Audio FID is Ord5, Video FIDis Ordd
ICIient I} 'I Select Sireaming MPEG client Add Streaming MPEG Client Interface
it e L Qe ol e (e 1 2) Delete this Streaming MPEG interface
[Clignt 0 Client Interface Name
IV Client is ENABLED. Uncheck to disahle clett.
|192.U.U.1?1 Remote Host Unicast or Multicast IP Address
1234 | Remote Host Port
|1 Multicast TTL (1.200)
[V Al FIPS locations will trigger MPEG siveaming . Uncheck io choose specific triggering FIPS.
Accept Changes Cancel Changes
J e
€ | [ [ e mternet /4
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Addition/deletion, configuration, and enable/disable for each client interfaceis
handled just like the other Net Alert interfaces described above. Unlike those
interfaces, there are afew global settings that affect all Streaming clients. These
control the video/audio format and encoding bitrate of the stream (from the
hardware). Also, to account for the latency of starting up stream encoding and
actually streaming, adelay of afew secondsis needed before audio is played for anet
forwarded/originated alert. Audio delay status and alink to the configuration field for
audio delay is provided.

Streaming MPEG requires very few configuration fields. A unicast or multicast |P
address must be set, along with aport. The Multicast TTL value must be set high
enough to insure the multicast datais sent past all the LAN routers between the One-
Net and the destinations. Also, as with the EAS NET and DV S644 interfaces, FIPS
based triggering is supported per client.
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5.10.4. Hub Controller (R190)

The One-Net can be used in conjunction with our Hub Controller the model
R190 for remote hub switching if local access channels are to be overridden
during EAS derts. Thisisaccomplished through this LAN controlled device
that has four independently controlled relays. Each relay can be programmed
to activate by a choice of threetriggers. In addition to the three triggersit can
be setup to filter its activation by FIPS code(s). The One-Net can control up

to 8 of these hub controllers.

/3 One-Net CSP Web Interface - Microsoft Internet Explorer =] |
J File Edit “ew Favorites Toaols Help ﬁ
=]
Encoder Decoder Server ‘ Setup
o ——
S ELECTRONICS
 Server (" Encoder ' Decoder {7 Audin  Video/CG ¥ Net Alerts " Elail ' GFIO
© Alert Storage © Network € Time Users
R189 Analog/Digital
Back | Fiefiesh | Usersddisin  Server Time:Fri Nov 4 13:20:59 2005 EST _Logoat | EAS EncoderDecoder
T L2 Enahled™
. ersionc1 16 WY
Setup Network Alert Protocol Options e femil L8
Hub Controller
DV3168 DV E644 e —
‘ (R190)
COI’Iﬁgl.l.l'e Hub Controller (R190) Clents. Except for Add/Delete Clients, changed Settings are not effective until Accept
Changes is pushed.
ICIienT 0 'l Select client Add Hub Controller(R190) Client Interface
8 There is 1 defined client interface (max Delete this Hub Controller{R190) interface
I~ Client is DISABLED. Check to enable client.
152.0.0.50 IP Address E1580 0 Hame
Relay 1 Activating FIPS
EAS EROADCAST Al’ly TIPS
Relay 2
HOT SET
Relay 3
HOT SET
Relay 4 L
HOT SET
Accept Changes Cancel Changes =l
€ [T e neernet 4
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Note: Beforeenabling the Hub Controller, THE R190 MUST BE SET TO AN ADDRESS
THAT ISWITHIN YOUR INTERNAL LAN. Follow the procedure included with the Hub
Controller R190 for details.

Enter the new address for the R190 as shown in the following screen and enable the client by
placing a check mark in the box. The One-Net will attempt to ping the R190 and display the
status. Verify that the statusis OK.

Select the condition to close each relay that isrequired. Once that is selected the Activating
FIPS box will be displayed. The default setting is“Any FIPS’ which triggers the relay when an
alert for any FIPS areais detected.

'a One-Net CSP Web Interface - Microsoft Internet Explorer
J Eil=  Edit Wiew Favorites Tools Help
DVsGa4 Hub Controller
(R190)

WE
[ ] [

DVI168

Configure Hub Controller (R190) CHents. Except for & dd/Delete Clients, changed Settings are not effective until & ccept
Changes is pushed

|Cl|ent 0 'l Select client Add Hub Controller(R190) Client Interface
Chessliziiidetuedithentivtataceltnzz Delete this Hub Controller{R 1907 interface

is 8).
¥ Client is ENABLED. Check to disable client.

192.0.0.50 IP Address

Ping to Hub Controller

R190) OK
Link to E.120 Home Page F130 0 Name

Set Remote 17 IEffe,:ﬁve
Immediately!

Relay 1
Feday is dosed:

Activating FTPS
Any FIPS

Diuring EAS Audio Plapout
During EAS Yideo Playout
During Internal Balanced Audio Playout

i Edit FIPS |
Carrent Status: Open !
(OFF)

Relay 2
Reday is dosed
Diuring EAS Audio Playout
During EAS Video Playout
Diuring Internal B alanced Audio Playout

Current Status: Open
(OFF)

Relay 3 |l
Relay is dosed:
During EAS Audio Playout
During EAS Wideo Playout
D'uring Internal B alanced Audio Playout

Current Status: Open
(OFF)

Relay 4
Rday is dosed: LI
[ [& 1nternet v

[&1 Dane
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Relay activation can be programmed so that they only close when Alerts for specific FIPS areas

are present. Click on the “Edit FIPS’ button to select FIPS codes from the FIPS pools. When

the desired FIPS codes are selected click the “ Add FIPS selected above to the list” and they will

be added to the FIPS list to the right. When finished, click on the “FIPS Editing Finished”

button. Repeat this step for al of the required relays.

[The-Me — L] AL
|J File Edit Wew Favorites Tools Help
DVs168 Dvs644 Hub Controller =l
(R190)
COl’I.ﬁgl.l.l'e Huhb Controller (R190) Clients. Except for & dd/Delete Clients, changed Settings are not effective until A ccept Changes is
pushed.
ICIien’r 0 'l Select client Add Hub Controller{R190) Client Interface
s5) There is 1 defined client interface (max Delete this Hub Controller(R190) interface
¥ Client is ENABLED. Check to disable client.
192.0.0.50 IP Address
Ping to Hub Controller
(R190) OFE
Link to R190 Home Page R1900 e
Sef Remoite P IEffective
Immediately!
Relay 1 Select from the Encoder FIPS
[ '-‘““11 o pool to add the the hst of T
Juring EAS Audio Playout : : 15t.
- - allewed FIPS that trigger this
During EAS Yideo Playout 3 q .
Diuring Intermal Balanced Audio Playout client. Alerts to these locations can trigger
Never Use Add FIPS selected R150 output.
Current Status: Open ahove... to add selections. Orleans, Ny (036073)
(OFF) Orleans.NY (036073)
Carter,hT (030011)
Zelect from the Forwarding Fetene ERisesy |
FIPS pool to add the the st of
allewed FIPS that trigger this
client. e
Tze Add FIPS selected
ahove... to add selections.
Orleans, N (036073) FIPS Editing Finished
When FIPS editing is finished, select
this button.
Add FIPS selected above to list
Relay 2
Relay is dosed:
Diuring E&AS Audio Playout
During EAS Yideo Playout
Diuring Internal B alanced Audio Playout
Cwurrent Status: Open | x|
|&] pone l_ l_ l_ |4 Internet Y

- 65 -



6. Decoder

The four choices on the Decoder page both bring up viewers of current and expired aerts.

Y ou can choose between Decoded Alerts, Forwarded Alerts, Originated & Forwarded
Alerts, and All Alerts.. These One-Net interfaces let you see exactly which aerts have been
decoded and which have also been forwarded, helping you precisely audit EAS activity.

6.1. Decoded Alerts

The Decoder Decoded Alert Status page displays two kinds of information about
decoded EAS alerts. At thetop of the page active EAS alert events are displayed.
Below that isthe list of Expired EAS aerts. Also, at the top of the page the current
Forwarding Mode is displayed as either “ Auto Forward Mode” or “Manual Forward
Mode”".

The event status page can be printed out from the local host's printers, by using the
Web browser's print button. This makes it easy to compile FCC paper documents for
EAS test accounting.

| Decoder Decoded Alert Status
{Manual Forward Mode|

‘ “ersion:1.0-0

Currently Active Decoded Alerts

Manual Fopward Edit'Rewview

Flay On DASDEC

Expired Decoded Alerts

FROM:| 2005 »| Year | Mar ~| Month |2 ~| Day TQi 2005 ~| Year [Mar =| Month |7 ~| Day

Click for text version.

Mon kar 7 01:29:00 2005 ST
 |Decoded Mon Mar 7 01:32:26 2005 MST . Saft Lake, T {029035)
Lz S , )
e RWT 746 - . - Kdon bar 7 02:29:00 2005 M3T Linfs (049000)
KSL Forwarded mon Mar 7 01:32:33 2005 MET
CER A REQUIRED WEEKLY TEST HAS BEEN SSUED FOR THE FOLLOWING COUNTIES/AREAS; Salt Lake,UT, Utah, AT 1:29 &M
Ok MAR 7, 2005 EFFECTIVE UNTIL 21 29 Ahd. MESSAGE FROM KSL -
Weter, UT (0490573
Wasaloh, UT (049057 )
Litnds, LT £029049)
Wed Mar 2 11:15:00 2005 RST Fooefe, UT (049045)
Decoded Wed Mar 2 11:25:58 2005 MST G m,r,yr(amg)
i RWT 721 Wed Mar 2 11:30:00 2008 MST | 2000 7 (049035)
Forwarded wed Mar 2 11:27:20 2005 MST Morgas, UT (049029
fram
KSLCHWS A U 039023}
v Davis, UT (049077
Box Elder, UF (0490033

ITHE MATIONAL 'WEATHER SERVICE HAS ISSUED A REGLUIRED WEEKLY TEST FOR THE FOLLOWING COUNTIES/AREAS:
Weber,UT; Wasatch UT; Utah,UT; Tooele UT; Summit,UT; Salt Lake UT; Morgan, UT; Juak, UT Ciavis L.IT _Box Elder UT AT 1115
Abd DN MF\H Z, ZUDE EFFECTl\-‘E UNTIL'I'I an P.M MESSAGE FR@M KSLC.-’NWS

Audio Portion :  Play On DASDES | Listen on Browser
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As can be seen from the example screenshot, every standard detail about the alert is
presented in an easy to read table. In addition, the time the alert was decoded is
displayed, as well asthe time the alert was forwarded, if it was forwarded. Forwarded
alerts are displayed on the Forwar ded Event Status screen. See section 6.2.

Audio portion

If the alert has an audio message, it can be played on the One-Net internal speaker by
clicking Play on One-Net that appears inside the alert entry. Or you can play the
audio file on your host computer through your web browser by clicking the provided
Listen on Browser link. The host computer must be configured with aWAYV file
player. Alerts that did not have an audio message will not display the two audio
interfaces.

Active Decoded Alerts

The Active event list displays all decoded EAS alerts that are currently in progress,
that is, between the start and end time for the alert. An active event remains on the
active list until it reaches its expiration time, as determined by the event end time, or
until it is canceled by another event of the same type and for the same area, that
redefines the event duration. Active events are moved to the expired event list as
each one finishes. Active events that are not automatically forwarded present a
button to alow manual forwarding. The example screen above shows the Manual
Forward button for the active Severe Weather Warning. Click on this button to
forward the alert. To review and edit the alert audio before forwarding, click on the
Edit/Review button. Thiswill bring up a page that allows you to play the original
audio, select a new audio message from the local audio file list, and optionally, add an
announcement to be played prior to the alert play out.

‘ ‘ersion:1.0-0

| Decoder Decoded Alert Status
|Manual Forward Mode|

Edit/Review Decoded Alert for Forwarding

APU Thanks.vway Endless Toilway

Endless Toil way 1 thunderway

-
No Sudlo ] APU Thanks.way E
thundarway | abduciiong way -

QK Cancel |
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Fxplred Decoded Alerts

Expired Decoded Alerts

The Expired event list lets you examine past decoded alerts for any range of dates.
The following screen shows an example of the expired alerts list for the dates shown.
Y ou can review expired alerts by setting the dates. A text version isalso available.

To select adate range use the provided pull-down menu and choose a Y ear, Month,
and Day for the From and To dates. Thelist will display all available data for each
expired alert decoded within the selected time period. The actual decoded headers are
stored on the One-Net, so thisinformation is an accurate reflection of what the One-
Net received. Because of itsdigital disk medium, a One-Net can archive an
enormous number of expired events. The One-Net will automatically remove the
oldest event descriptions as needed to reserve enough space for new alerts. The
number of stored eventsis at a minimum in the thousands, so you do not need to
worry about losing track of important archived information.

=30y 2004 -] Year| 2y -[ Month |1 -] Day TolZoc4 -] Year|ALy -] Month |- -] Day

Zlick for test versici.

IR g L _' o2 SEL ' iy _.'l.
|Sur fuy 2 : Werder, U (049057}
B 17 | Dacoded suug 1 134340 2001 5T il Adg 1132700 204 VET Box EitorUT {09003
;g_nc — & SEVERE WEATHER WARNMNG HeS BEEMN I35U=0 FOF THE FOL _OWING COUNT ESFAREAT: Wb JT; Buw Elder UT; A7
R: 142 P Ood SUG 1, 2004 EFPCCT WE UMTIL 2:27 Phy MESEAGE FROM BELTAMMS,
Sudio Portion @ Plavy On DASDEC | Laen on Browser
15 [GunAug T 10:38:00 2004 FDT Sun dag 1 11 21:00 2004 YCT Tooets, UT {070-15)
L1 Deende Sindic 11213542008 0T (Cancelnd Sin a1 1IREAAIE MDT e fif {INEAH)
Eg_nc TS 4 GCYENE WEATIHCR WARMMNG | 1A5 DECH ISSUZ0D PO TIHE COL OWIRG COUNT CE/ARCAS: Todele UT; Juab,LT; 4T
(W?CH: 17:39 an Oy 8UG 1, 2004 EFFEZTIVE UMTIL 12:24. &M, MESSAGE FROM ESLZMWS,
: Mudio Portion @ Play On OASDEC | L gteh of Browger
SLivéug A 1 cHe:00 2004 pMODT = i Tooefe UT (049045}
Ll ‘1 B |Decoded sursu: 1121714 2004 ¥2T SHliEGE PR AR e Box FikrUT (0489003}
;g_“c LS & SEVERE WEATHER WARMIEG HAS BEEM ISEU=D FOF THE FOL _OWIMNG COUNT ES/AREAS: Tadela UT; Box Elder LT; &T
Py T7TH AN DN AN 1, A FRRRCE LML 1T R, BAERSACR F RO RSN S
: Audio Portion = Play On DASDEC | L sianh oh Browser

6.2. Forwarded Event Status

This page is organized exactly like the Decoded Alerts Status page. It isdivided into
the same two regions: the top displays active forwarded a erts, while the bottom
displays a selected range of expired forwarded alerts. This page presents the same
detailed alert information about Forwarded Alerts as the Decoded Alert Status page.
Active forwarded events cannot be forwarded again.
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6.3.

6.4.

Originated and Forwarded Alerts

This page is organized exactly like the Decoded Alerts Status page. It isdivided into
the same two regions: the top displays active forwarded aerts, while the bottom
displays a selected range of expired forwarded alerts. This page presents the same
detailed alert information about Originated and Forwarded Alerts as the Decoded
Alert Status page. Active forwarded events cannot be forwarded again.

All Alerts

This page is organized exactly like the Decoded Alerts Status page. It isdivided into
the same two regions: the top displays active forwarded aerts, while the bottom
displays a selected range of expired forwarded alerts. This page presents the same
detailed alert information about All Alerts as the Decoded Alert Status page. Active
forwarded events cannot be forwarded again.
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7.

Encoder

EAS alert encoding, called origination, is when the digital codes and alert audio tones and
message defined by the EAS protocol, are assembled and played over a broadcast medium
for which EAS decoders might be listening. The One-Net makes EAS encoding and alert
origination easy, accurate, and quick. From a single, uncomplicated web page, EAS derts
can be constructed and issued.

Only a One-Net that has been configured with avalid Encoder license key (see Setup >
Server, section) will offer the encoding feature.  Without avalid license key, the One-Net
will not show the main Encoder menu tab (nor will it display the Setup > Encoder option
button under the "Setup” main tab). There are some configuration tasks that need to be done
on the Setup Encoder pages before you can use the One-Net encoder. Make sure your One-
Net has been configured with Setup > Encoder prior to attempting EAS encoding.

There are four choices on the Encoder page: Send EAS and Originated Alerts, Originated
& Forwarded Alerts, and All Alerts.

/2 One-Net CSP Web Interface - Microsoft Internet Explorer - ol x|

J File Edit Miew Favorites Tools  Help ﬁ

J¢-2 - A QEFI B 558
J Address Iﬁj http:/{192.0.0.80/dasdec/dasdec. csp j @GD
J Google - I j| |Gl search ~ & | &1 1511 blocked | A Check ~ “n Autolink - [ options
. =]
Encoder Decoder

4 ELECTRONICS

& Send EAS © Originated Alerts © Originated & Forwarded Alerts € All Alerts

Back | Refresh | Usersddmin _Server Time:Fri Mar 10 13:47:03 2006 EST _zo0ou: | R189 Analeg/Digital
EAS Encoder/Decoder

Encode and Send an EAS Alert

Soifbarire Wersior:1.2-47 ﬁ

General EAS | One-Button EAS |
Select Avallable EAS Code {can be configured)
[RWT : REQUIRED WEEKLY TEST -

Optional Ongination Code Override
I EAS-Broadcast Station/Cable System j

Set Effective Start Time for alert :

|Alert Origination Action Tahle(follow links fo configure) | [Mar x| |10 =] 2008 Set Alert Duration _|;|
4 +
|@ l_l_l_le Internet v
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7.1. Send EAS

When you select Send EAS, the Encode and Send an EAS Alert page is displayed.
This page has two sub-page options: General EAS and One-Button EAS. Using
the One-button EAS screen is a simple way to encode and issue weekly test alerts
using asingle mouse click. To encode genera specific alerts, the General EAS page
is used.

23 One-Net CSP Web Interface - Microsoft Internet Explorer =10 x|

J File Edit ‘ew Favorites Tools Help

Generdl EAS [ Gupuinins |

Select Available EAR Code fcar be con d

I FwWT : REQUIRED WEEKLY TEST 'I
Optional Origination Code Override
I E&S-Broadeast Station/Cable System ;I

Set Effective Staxt Time for alert :

|Alert Origination Action Tablefollow iinks fo configure) I Mar j I 23 j IZDDE Set Alert Duration
Serial DV¥S644 [Stream |4nalo g J‘I:OD"—D“IJ;ﬂr Howrs|)  Mins| 15 7|

Frotocol ‘EAS NET |Dvsm (SCTEIS) MP?  Video

------l o

|U.Unll.censed Ni& Unsupported
I Check to Bypass Use of Serial Interface

(e e configarad) SELECTED FIPS Location Codes
can be con, d

Select one ot more FIPS locations, Cwurrent FIPS locations for Alext
then press Add Selected FIPS to add I ,I Aemove
these locations to the alett selection list. LA MY (ETEE]

Orleans NY' [036073) EAS Encode 3tring:

ZCEC-EAS-RWT-036073+H1015-0821330-H 12345 -

EAS Translation with Custom Origination String:

‘4 BROAT CASTER HAS ISSUED A REQUIRED WEEELY TEST FOE THE FOLL OWWIHG
£ OTTHTIES AAREAS : Orleams MY, AT 830 AN OF MAR 23, 2004 EFFECTIVE TTHTIL &:54 ATL
MESSAGE FREOM V12345 '

Add Selected FIPS->

Select Pre-Alert
Audio Announcement (Optional) Send Alert? | Reset |
I Mo Audio 'l
Record Audio File | Goto to--=> Setup Audio Output Levels

Upload MWWl file

@ ’_ l_ ’_ |4 Tnternet

7.1.1. General EAS

To construct and send an EAS alert, you need to set six items on the General
EAS page:

e TheEASdert code;

e The starting time (effective time) of the alert;
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The alert duration

The FIPS locations codes for the alert;

The audio message, if any, for the aert.

The audio announcement message, if any that will precede the alert.

The values for these items are presented using pull-down and selection menus.

Select EAS Code

To set the EAS code, select from the codes presented under the Select
Available EAS Code pull-down menu. The codes shown are the ones that
were added to the list on the Setup >Encoder screen. If thelist needsto be
corrected, use the link Select Available EAS Code to return to the Setup >
Encoder screen. Configure Available EAS Types for Encoder as needed.
See section 5.9. Then return to the Encoder >Send EAS >General pageto
continue constructing the alert. NOTE: Only specialy configured One-Net’s
will alow origination of the National aerts Emergency Action Notification &
Termination (EAN & EAT).

Serial Interface Statusand Optional Override

Directly under the EAS code selection menu is an active hyperlink that
displays the current status of the Origination serial interface CG protocol. This
will inform the user if the serial interface is offline or online, and which
protocol is selected if online. It also displays if the protocol has been bypassed
by the checkbox toggle below. The active link points to the Setup >Video/CG
page. The link can be followed to quickly change the CG settings used during
aert origination.

Check to Bypass Use of Serial Interface
If you check this box, the current serial protocol will not be used during the
aert origination.

Set Effective Timefor alert
The default effective timeis the current time. Y ou can set the effective
(starting) time for the dert.

Set Alert Duration
The default duration is 15 minutes. Y ou can change the alert duration
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Set FIPS locations

An EAS dert must be issued for specific locations. Until FIPS location codes
are entered, the One-Net will not present a Send Alert? display. Instead, a
message **Need to Add FIPS Codes** will display in place of selected FIPS
codes. Also, amessage "Alert NOT Ready to Send: Specify FIPS" is
displayed at the lower right on the page.

e To set the FIPS location(s) for the alert code, select from the list presented
in the box under Available FIPS L ocations. The codes shown are the
ones that were added on the Setup >Encoder> General screen.

e |f thelist needsto be corrected, use the link Available FIPS L ocations to
return to the Setup > Encoder > General screen. Configure Available
Encoder FIPS L ocations for Encoder as needed. See section 5.9.1. Then
return to the Encoder >Send EAS >General page to continue
constructing the alert.

e For each location, Select one or more FIPS, and click Add Selected FIPS.
Up to 31 FIPS location codes may be selected using the provided FIPS
selection table.

e Asyou build thelist of current FIPS locations for the alert, these locations
display on theright. The sub-region of the FIPS location can be edited for
every chosen location. If adifferent sub-region is desired, select one of
the choices presented in the pull-down menu displayed to the left of the
FIPS code.

e |If aFIPSlocation needsto be removed from thelist for the alert, click the
Remove option that is presented with every chosen FIPS entry.

e After you select the FIPS location(s), the "Alert NOT Ready..." message
changesto a Send Alert? button. The alert can be sent immediately if no
audio message is needed. However, often the alert should have Pre-Alert
Audio Announcement or an Audio File.

e Pushing the Reset button will restart the entire process.

Select Alert Audio (Optional)

Use this pull-down menu to select a prerecorded audio file to play during the
alert. Thisoptionisnot presented for Required Weekly Test (RWT). Audio
files can be added to thislist in two ways. WAV files can be uploaded using
the Upload interface described below. Or, audio files can be directly recorded
into the One-Net by using button described below. When an audiofileis
selected, its duration will appear, along with alink to play the file on the host
browser, as well astwo buttons. The Preview Selected button will play the
file over the One-Net internal speaker. The Delete Selected button will allow
file deletion from the audio list.
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Record Audio File (Optional)

When the Record Audio File button is pushed a new, temporary pageis

displayed. This page provides controls for recording audio with a

microphone.

e The microphone must be connected to the main microphone input jack at
the back of the One-Net. To record, provide a unique file name for the
audio file by entering the name in the "New Audio Filename" text field.
(A uniquefile nameis one not aready used in the provided "Select Audio
File" selection box. If you use an existing name, the origina file by that
name will be overwritten.)

e Push the Record Audio button and speak.

e Click onthe Stop Audio Recording button when complete.

e Thefilewill appear in the Audio File selection box. It may be previewed
on the One-Net using the "Preview Selected” button. The duration of this
file must be under two (2) minutes. The One-Net will automatically cut
off recording at 2 minutes in order to insure this limit.

e Oncethefileiscorrect, select it from the Audio File selection box. Inthe
example above, the file floodevac.wav has been selected.

Select Pre-Alert Audio Announcement (Optional)
Use the pull-down menu to select a prerecorded audio announcement to
precede the actual alert announcement. The selected file has the duration

displayed.

Upload Audio WAV fileto One-Net Server.

Y ou can upload a pre-recorded digital audio file (in the .wav format) from
your local host computer file system using the provided Upload Audio WAV
fileto One-Net server interface at the bottom of the page. The browse button
will use your browser’ sfile system navigator to find an audio file. Once the
fileis selected, click Upload WAV file. Thefilewill now appear in the
Audiofilelists.

Send Alert

Once the dert has been constructed correctly, click on the Send Alert? Button.
The One-Net will present a confirmation page with areview of the encoding
details.

Review of Prepared Alert

Examine the confirmation page prior to sending the alert. If the alertis
correct, it can be sent by clicking the Yes, Send Alert! button. Or you can
cancel the send alert with the Cancel Alert button. If thealert sendis
canceled, the One-Net will go back to the Encode and Send an EAS Alert
page. Change the alert information before attempting to send the alert.
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7.1.2.

7.2

If the EAS alert datais accurate, and you are ready to issue the alert, click on
the Yes, Send Alert! button. The alert will be "originated”, that is, played,
out of the selected One-Net audio output ports. The originated aert audio
ports are selected from either the Setup Encoder > Audio or the Setup Audio
> Encoder screens. See section 5.6.3.

During the origination time, the front panel red LED will belit and the audio
of the alert will play from the built-in One-Net internal speaker. For the
duration of the issued alert, the One-Net will periodically crawl the alert text
across the front panel LCD. The LCD text for the letter “O” will precede the
alert, indicating a One-Net originated alert. The details of thisalert will be
viewable on the screen Encoder Originated Alert Status [Encoder >
Originated Alerts].

One-Button EAS

The One-Net allows required weekly tests to be preconfigured on the Setup >
Encoder > Required Tests page. Once these have been configured, the
Encoder > Send EAS > One-Button EAS page will present a button to issue
thedert. Thismakesit smpleto send these test alerts, without having to
select details. The alert start timeis set to be effective immediately. The
seria interface status and bypass are also present asin the General EAS
screen. See section 7.1.1

Originated Alerts

The Encoder Originated Alert Status page is organized just like the Decoder Decoded
Alert Status page. You can look at the details of every aert originated from the One-
Net. Thefollowing types of alerts are displayed:

Scheduled Originated Alerts. Scheduled alerts occur when random Weekly tests
are automatically scheduled and when specific alerts are sent starting at afuture
time.

Currently Active Originated Alerts

Expired Originated Alerts

Y ou can select specific dates for expired aerts using the FROM and TO date
selection pull-down menus.
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8. Testing One-Net Encoding and Decoding

A good way to test the One-Net is to have a second sound card installed and run an audio
cable between the output of the second audio card into the input of the first card. Make sure
the origination audio out is set to play over the auxiliary audio output and that one decoder is
operational on the Main audio input (use Setup > Audio > Decoder). Turn off forwarding
audio toggles. Then run the Encoder and send the alert. The One-Net will both send and
decode the dert.

9. Server
The Server pages present all kinds of system status and helpful information.

There are five choices on the Server page:
Help Status Logs System Hardware

9.1. Server > Help: Server Help

The Server Help page displays information about the One-Net, EAS, EAS Message
Protocol, and EAS Codes.

9.1.1. About One-Net: One-Net Emergency Alert System
Encoder/Decoder Platform

Presents information about the installed DASDEC software and about Digital
Alert Systems, LLC.

Server Hame:Development DASDLC

Encoder Decoder Setup | Server ‘ w Digital Alert

~ - Sustems, Loy
o He ' Slaus " _ocs {LE'.u'stem " Sarctare Ly *
o : Digltal EAS
Usericding:  Server TiieWed Mar 20621439 2009 MST  Luguul | EneoderDecoder il
wersion:| 0-C .
Sarver Help MRS
EAS Message
Aboul DASDEL Ahoul. FAS Brotoenl FAS Cades

DASDEC Emsrgancy Alert System Encodsi/Dacodar Platfarm

Software version : 1.0-0
Joftware Build Date . Wed Mar 2 19:31 :135 M3T 2005

The Digital Alart Systams DASDEC iz a1 FCC cartifiad Embrgency Aart Systam (EAS) Digital EncodarvDacadar plaffcrm. The
DASCEC igan EAL plafform 2ngin2ared fo-the netuork age. i builbwity the latest cigitzl FC comp.ier tectnologt,.

“he 2EEDEC encodingddecoding eheology is sallweane bazed, and is balbuporn e Linus 22, The DASDEC vure hardw-ie is 4
standarel PG nctheraoand and J gita audiz souazl card:. The DASDEC is ezay 1o Lpgrade, rot requiring caston ROMSG. The DASDEC
exkloits the Lenefts of mocern nebwork technclogy. His fully apeialye over a 230 using s22uie netyo b protoccls. Hosuppot: e~ stiag
mzihads of dzvice contal J3ing & el poit,as well az digital netaok mzhocds of EAS aofifcatian, The DAE0EC is epresertatve of the
continuirc advarce of digital device lechaologyinto t2chnolagica areas that orlv af=w vesrs aga regquired Zustam herdware,

“he JRAEDEC pravidas a rimker of fasturas far aasist managatmant of FCC EAE reguiramens Tra DASDET has haar dazignad to
irrprove ke EAS cyetem o radio erd 7Y broadezsters, Cable TV headend fzcilities, 21 end LPZ dasigraled statchs, aqd Fubliz E=foty
and =mergercy Serdice pereannel

Cerglrignst, @Fan Woeed' & Digins’ Aerd Srsdewis LLS T 20808
A Tom o
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9.1.2.

9.1.3.

9.1.4.

About EAS: The Emergency Alert System

Presents information about the Emergency Alert System: purpose, operation,
management, your responsibility as a broadcaster, and the future of EAS and
One-Net.

EAS Message Protocol
Presents information about the EAS protocol from the FCC.

EAS Codes: EAS Code Table

Presents alist of the EAS event codes that are presently authorized, both
national and state.

9.2. Server > Status: One-Net Server Status

The One-Net Server Status page displays a summary of status information about the
One-Net on asingle page. The Platform ID, System Uptime, Decoder and Other
Server Status, Disk Usage and SSH DSA Public Encryption Key are displayed. This
page is a convenient way to see at a glance the state of the decoder channels and the
basic encoder and decoder configuration.

9.3. Server > Logs: Server Logs
The Server L ogs screen has two options: Web Session Log and Operation Log.

9.3.1. Web Session Log: One-Net Emergency Alert System

9.3.2.

Encoder/Decoder Platform

Presents dated information about user access to the One-Net. Two settings are
available. If the Today' s log checkbox is checked, then this page will always
show the Web session log for the current day. To view archived web session log
files, uncheck the box. Then select alog for a specific date. Y ou can then show
the log for the previous or the next day. Log files aday old or more past can be
deleted using the provided delete button. This page can be refreshed by clicking
on the Refresh button at the bottom of the page to reveal new information.

Operation Log

Presents dated information about the One-Net Operation. Thisinterface
works the same as the one for the Web session log. All important EAS events
will be shown here.
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9.4. Server > System: One-Net System Information

The One-Net System Information screen has five options: General, Network,

System Log, Security Log, and Boot Log.

9.4.1. Server > System > General

Presents Linux system information for Hostname, Kernel, System Uptime,

Memory, and Disk Usage.

9.4.2. Server > System > Network
Displays the One-Net’s Linux Network and Routing configuration.

9.4.3. Server > System > System Log
Presents the last 500 lines of the Linux system System Log.

9.4.4. Server > System > Security Log
Presents the last 500 lines of the Linux system Security Log.
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10.

9.45. Server > System > Boot Log

9.5.

Presents the last 500 lines of the Linux system Boot Log.

Server > Hardware: One-Net Hardware Information
The One-Net Hardwar e Infor mation screen has three sub-pages. CPU, PCI, and IO

95.1. Server > Hardware > CPU

Presents information about the motherboard CPU.

9.5.2. Server >Hardware > PCI

Presents information about all PCI interfaces.

9.5.3. Server >Hardware > 10

Presents information about 10 port mapping.

One-Net Peripherals

The One-Net will in time support many peripheral devices, from character generators to
printers. Inthefirst release, the One-Net can replace severa other EAS encoder/decoder
units, depending upon the peripheral hardware to which they have been connected.

10.1.

10.2.

Vela NDU

TheVelaNDU 710 is a sophisticated character generator controller and general
messaging system from Vela Broadcast. It comes with acomplete EAS management
system that controls a TFT-911 EAS encoder/decoder. The One-Net can replace a
TFT-911 in this system. It can be connected viaa Null modem cable from the NDU
serial port to the One-Net serial port. The One-Net alert audio output must be wired
to the selected NDU audio input port. The One-Net CG setting must be set to TFT.
After that, the NDU will run normally without further configuration. For detailson
the VelaNDU 701, refer to the literature at www.vela.com.

Other character generators

Any character generator that can operate the standard TFT 911 EAS serial control
protocol can use aOne-Net. A Null modem cable from the CG seria port must be
connected to the One-Net seria port.

The One-Net can replace systems that operate Chyron CODI character generators.
The One-Net supports both the analog CODI as well as the Digibox CODI.
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Connection Diagrams
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12.

Appendix

The One-Net encodes the EAS messages per FCC rules for the EAS protocol. The EAS
protocol from the FCC is described as follows (printed directly from the FCC ruling).

The EAS uses a four-part message for an emergency activation of the EAS. The four
parts are; Preamble and EAS Header Codes, audio Attention Signal, message, and,
Preamble and EAS End Of Message Codes.

The Preamble and EAS Codes must use Audio Frequency Shift Keying at arate of
520.83 bits per second to transmit the codes. Mark frequency is 2083.3 Hz and space
frequency is 1562.5 Hz. Mark and space time must be 1.92 milliseconds. Characters are
ASCII seven bit characters as defined in ANSI X3.4-1977 ending with an eighth null bit
(either 1 or 0) to constitute afull eight-bit byte.

The Attention Signal must be made up of the fundamental frequencies of 853 and 960
Hz. Thetwo tones must be transmitted simultaneously. The Attention Signal must be
transmitted after the EAS header codes.

The message may be audio, video or text.

The ASCII dash and plus symbols are required and may not be used for any other
purpose. Unused characters must be ASCII space characters. FM or TV call signs must
use aslash ASCII character number 47 (/) in lieu of a dash.

The EAS protocol, including any codes, must not be amended, extended or abridged
without FCC authorization. The EAS protocol and message format are specified in the
following representation. Examples are provided in FCC Public Notices.

[PREAMBLE]ZCZC-ORG-EEE-PSSCCC+TTTT-JJJHHMM-LLLLLLLL-
(one second pause)
[PREAMBLE]ZCZC-ORG-EEE-PSSCCC+TTTT-JJJHHMM-LLLLLLLL-
(one second pause)
[PREAMBLE]ZCZC-ORG-EEE-PSSCCC+TTTT-JJJHHMM-LLLLLLLL-
(at least a one second pause)

(transmission of 8 to 25 seconds of Attention Signal)

(transmission of audio, video or text messages)

(at least a one second pause)

[PREAMBLE]JNNNN

(one second pause) [PREAMBLE]JNNNN

(one second pause) [PREAMBL E]JNNNN

(at least one second pause)

[PREAMBLE] Thisis aconsecutive string of bits (sixteen bytes of AB hexadecimal [8
bit byte 10101011]) sent to clear the system, set AGC and set asynchronous decoder
clocking cycles. The preamble must be transmitted before each header and End Of
Message code.
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ZCZC- Thisistheidentifier, sent as ASCII characters ZCZC to indicate the start of
ASCII code.

ORG- Thisisthe Originator code and indicates who originally initiated the activation of
the EAS. These codes are specified in paragraph (d) of this section.

EEE- Thisisthe Event code and indicates the nature of the EAS activation. The codes
are specified in paragraph (e) of this section. The Event codes must be compatible with
the codes used by the NWS Weather Radio Specific Area Message Encoder (WRSAME).

PSSCCC- Thisisthe Location code and indicates the geographic area affected by the
EASalert. There may be 31 Location codesin an EAS alert. The Location code uses the
Federal Information Processing Standard (FIPS) numbers as described by the U.S.
Department of Commerce in National Institute of Standards and Technology publication
FIPS PUB 6-4. Each stateisassigned an SS number as specified in paragraph (f) of this
section. Each county and some cities are assigned a CCC number. A CCC number of
000 refersto an entire State or Territory. P defines county subdivisions as follows: 0 =
all or an unspecified portion of acounty, 1 = Northwest, 2 = North, 3 = Northeast, 4 =
West, 5 = Central, 6 = East, 7 = Southwest, 8 = South, 9 = Southeast. Other numbers
may be designated later for special applications. The use of county subdivisions will
probably be rare and generally for oddly shaped or unusually large counties. Any
subdivisions must be defined and agreed to by the local officials prior to use.

+TTTT- Thisindicates the valid time period of amessage in 15 minute segments up to
one hour and then in 30 minute segments beyond one hour; i.e., +0015, +0030, +0045,
+0100, +0430 and +0600.

JJJHHMM- Thisisthe day in Julian Calendar days (J1J) of the year and thetimein
hours and minutes (HHMM) when the message was initially released by the originator
using 24 hour Universal Coordinated Time (UTC).

LLLLLLLL- Thisistheidentification of the broadcast station, cable system,
MDS/MMDSY/ITFES station, NWS office, etc., transmitting or retransmitting the message.
These codes will be automatically affixed to all outgoing messages by the EAS encoder.

NNNN- Thisisthe End of Message (EOM) code sent as a string of four ASCII N
characters.
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Theonly originator codesare:

Originator ORG
Code Broadcast station or cable system EAS
Civil authorities Clv
National Weather Service WXR
Primary Entry Point System PEP

Thefollowing Event (EEE) codes ar e presently authorized:

Nature of Activation Event Codes

National Codes (Required):

Emergency Action Notification EAN (National only)
Emergency Action Termination EAT (National only)
National I nformation Center NIC
National Periodic Test NPT
Required Monthly Test RMT
Required Weekly Test RWT
State and L ocal Codes (Optional):
Administrative M essage ADR
Avalanche Warning AVW
Avalanche Watch AVA
Blizzard Warning BZW
Child Abduction Emer gency CAE
Civil Danger Warning CDW
Civil Emergency Message CEM
Coastal Flood Warning CFwW
Coastal Flood Watch CFA
Dust Storm Warning DSW
Earthquake Warning EQW
Evacuation Immediate EVI
FireWarning FRW
Flash Flood War ning FFW
Flash Flood Watch FFA
Flash Flood Statement FFS
Flood Warning FLW
Flood Watch FLA
Flood Statement FLS
Hazardous Materials Warning HMW
High Wind Warning HWW
High Wind Watch HWA
Hurricane Warning HUW
Hurricane Watch HUA
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Hurricane Statement

L aw Enforcement Warning

L ocal Area Emergency
Networ k M essage Natification
911 Telephone Outage Emer gency
Nuclear Power Plant Warning
Practice/Demo Warning
Radiological Hazard War ning
Severe Thunderstorm Warning
Severe Thunder storm Watch
Severe Weather Statement
Shelter in Place Warning
Special Marine Warning
Special Weather Statement
Tornado Warning

Tornado Watch

Tropical Storm Warning
Tropical Storm Watch
Tsunami Warning

Tsunami Watch

Volcano Warning

Winter Storm Warning
Winter Storm Watch
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HLS
LEW
LAE
NMN
TOE
NUW
DMO
RHW
SVR
SVA
SVS
SPW
SMW
SPS
TOR
TOA
TRW
TRA
TSW
TSA
VOW
WSsw
WSA



